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1.0 Summer Food Service Program

1.1 Purpose/Overview

The purpose of the Texas Unified Nutrition Programs System (TX-UNPS) user manual for the Summer
Food Service Program (SFSP) module is to provide administrators, State users, and Contracting Entities
with efficient and immediate information to access the web-based software applications, claims, and

related nutrition program functions.

1.2 Website Benefits and Features

The SFSP module is a user-friendly application that allows authorized users to submit and approve

applications, claims, and miscellaneous forms. Key system features include:

A software system that manages information regarding Contracting Entities, applications,

claims, and reports.

A single integrated database which serves all child nutrition programs.

The ability to save partially completed forms online, allowing the user to complete the process
at a later time.

Individual User IDs and passwords for secure login to program functions and accurate tracking of
user behavior.

A robust security module that streamlines security setting controls by enabling administrators to
easily assign users to numerous pre-defined groups and eliminating the need to manually set
each user’s security access.

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 4
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2.0 Accessing the Website

Before you can begin using the SFSP module, you must be assigned a user ID and password that
provides the required security privileges. Once this setup is complete, you may use the Internet and
your assigned user ID and password to access and log onto the website.

The system can be accessed from any computer connected to the Internet by opening the browser and
entering the designated URL in the browser’s address line:

http://txunpsl.texasagriculture.gov/TXUNPS/Splash.aspx.

Tip: Add the URL to your browser’s Favorites list or create a shortcut to the website on your

ful
Hel? desktop for quicker access to the site. Refer to the browser and operating system help files for
Tip= further information.

y

TX-UNPS 82

The database for this site was last restored on: Apr 20 2017 2:36FM

Resetting Your Password (Revised 04/11/2014)

s (04/1172014) K you click the "Forgat Your Password?” link
on the Log On screen to have one aulomatically generated

User ID: and amailed to you, you can axpect 1o receive the email with
| your lemparary password within an howr. If you do not
Pasowronds raceive the email and have checked your junk mail box for it

| please call us at 1-877-TEX-MEAL (839-6325) and we can
rasel your passward for you.

Forgot Your Password?

s (03/28/2013) & new feature allowing users to reset their own
passwords has been added to TH-UNPS, Users who know their
user 1D but have forgotten their password should dick the
“Forgot Your Password?” link on the Log On screen to have one
avtomatically generated and emailed to them,

m & {03/28/2013) Once a walid user name and email address is

A entered, an sutomated emadl will be generated and sent to the

requester, This email will be from TK-UNFS Help Desk
(squaremeslsBTexsshgriculture.gov). Please check your spam
filter if you do not receive the message,

» [03/28/2013) The email address used for the forgot passward
feature may be different than that used in the Contracting Entity
Applications, If changes are needed, the user will need to

= [nkterested in Applying? ;uhmiill completed and valid FND-101. The form is available
o the SquareMesls web site at

* TX-UNPS Project Website F-ttp:-’.-'wwj.muaremeals.-:-rn.*F‘-:-rtaIs."E."FMD“aEZI:lF:-rrns."Proqram*-l: 20
Forms/fnd_101_certificate_of_authority _external-combined.doc

s (03/28/2013) Please call 377-TEx-MEAL if you need assistance.

* When resetting your password, please remember that your new
password must contain & special character. Some examples
special characters are % & £ § =1

* Need Help?

Figure 1: Logon Screen

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page5
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2.1 Logging On

2.1.1To Log On

Using the log on section of the homepage:

1. Enter the assigned User ID.
2. Enter your Password.
3. Select Log On.

Returning Users: Log On

User ID:

Password:

Forgot Your Password?

= Need Help?
# Interested in Applying?
s TX-UMNPS Project Website

Figure 2: Logon Screen

2.1.2 First Time Logging In?

If this is your first time logging on, the system will automatically require you to change your
password.

1. Select a new password and enter it into the box provided.
2. Re-enter the new password for confirmation.
3. Select Save.

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 6



Please Note: Security configuration settings generally require a password eight (8) to
twelve (12) characters in length. Please note that the password must be at a minimum
eight (8) characters in length. Passwords are case-sensitive.

The password must contain at least:

e  One numeric character.

e  Once special character (e.g., S, ?, !).
e One uppercase character.

For security reasons, the system will automatically log you out after twenty (20) minutes
of inactivity.

2.2 Programs Page

Once you successfully log on, the Programs page is displayed. Actual access to specific modules is based
on the user’s security rights. For example, Contracting Entity users will not have access to the
Accounting, Maintenance and Configuration, and Security modules because these modules are only for

authorized State users.

Tip: If your user ID is associated with only one (1) module, the Programs screen will not
display; the system will automatically take you to the module you are authorized to
access.

Fﬁ Applications | Claims | Compliance | Reports | Security | Search 32 programs Year | Help | LogOut
|} ) h

Programs

Figure 3: Programs Menu Screen

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 7



C75 COLYAR

3.0 Summer Food Service Program

The Summer Food Service Program (SFSP) module contains the message board used by State
administrators to post and maintain Summer Food Service Program related communications. The
message board may contain important news regarding the submission due dates, upcoming training,
legislative changes, or any other SFSP specific information.

3.1 Accessing the SFSP Home Page

1. Logon tothe TX-UNPS website.
2. Onthe Programs screen, select Summer Food Service Program.

Please Note: If a user only has access to the SFSP module, the Programs screen is not
available.

3. The SFSP home page will display.

Please Note: State administrators maintain the message boards for all TX-UNPS modules.
If you would like a message posted on the Summer Food Service Program home page,
please email FN.WebUpdates@Texas.Agriculture.gov. Messages are visible to both
internal and external users.

rf;} Applications | Claims | Compliance | Reports Security | Search ;E Programs Year | Help | Log Cut

Welcome to the Texas Unified Nutrition Programs System

Figure 4: SPSP Main Screen

3.2 SFSP Program Menu Options

From the SFSP home page, you can select a menu item from the blue menu toolbar at the top of the
page. The SFSP toolbar contains menu items specific to the Program. The table below describes the
features available for each menu option, which the remainder of this manual will discuss in detail.

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 8
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configuration.

X‘“Q“‘T"““’(’ Please Note: Individual users may have varying menu options due to the user’s security

3.3 System Rules and Error Processing

All information entered and saved on the system is verified to ensure it conforms to data entry
guidelines and system rules. The site performs two types of checks on information entered: Input Edits

and Business Rule Edits.

3.3.1 Input Edits

Whenever information is saved or prior to proceeding to a new screen, the site checks for input
errors. These errors may include entry errors, such as an invalid data entry (i.e., entering a 4-
digit Zip Code), or a non-logical entry (e.g., entering a greater number of eligible than enrolled
children).

If a form contains an input error and the user selects Save, the screen either displays the error
code and description in red at the top of the page (and the error code is a letter) or displays a
message next to the field in error. Input errors must be corrected before you can proceed. The

system will not save data entered on a screen that contains an input error. The user must

correct the input errors and select Save again.

Al Walue is reguired. Please re-enter.

School Nutrition Programs Options

Payment Hold [ Al [T 7/2010 T g/20t0 [ g9/2010 W 1o/2010 W 1172000 T 1272010
Check all that appl

(Check all that apply) M 12000 T o272001 [0 32001 [ oa2001 [ os/2011 [ oe/2011

I;L-I Reason Code | ;I

Figure 5: Input Errors Screen

5. October Enrollment for School Year (SY) 2009 - 2010

Indicate the number of total enrollment and total eligible students at each listed site as of October 31.

Site ID | Site Name Total Enrollment Total Eligible
Test CE - Test Site
1000 Total Eligible cannot exceed Total Enrallment I 50 I 80

Figure 6: Examples of an Input Error (Partial Screen)

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 9
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3.3.2 Business Rule Edits

Business rule edits are used to ensure that entered data on a form conforms to State-defined
guidelines/requirements and federal regulation. Once the user initiates a save, TX-UNPS will
perform business rule edit checks after all input errors have been corrects and a confirmation
screen is provided stating that data entered has been saved and identifies whether errors exist.

The user may correct business rule errors immediately or at another time. The entered data will
not be lost. The errors will display at the top of the screen with an error code (usually 4-5 digits)
and error description. Business rule edits do not prohibit the system from saving the data
entered on the screen.

Code Error Description
18207 Must Indicate either Traditional SFSP or Seamless Summer Option.

Contact Information:

Salutation First Name Last Name
1. Name: W =l |Jin'| |Smith
2. Email Address: Ijirnsmith@work.edu
3. Phone: |(s16) 556-2255 Ext:[s6 Fax:|(916) 558-9966
4. Title: |Director of Finance

Due Date: December 31, 2012

Summer Program Intention

5. ¥ Intends to offer 2011 summer meals through the following program:

(" a. Traditional Summer Food Service Program (SFSP)

{* b. Seamless Summer Option

Figure 7: Examples of a Business Rule Error (Partial Screen)

In addition, business rule edits have an error severity that indicates whether an error is
considered an Error or a Warning. Errors appear in red and must be corrected before the form
can be submitted. Warnings appear in blue and indicate an “out of the ordinary” data value.
Warning errors do not need to be corrected prior to form submission.

Code Warning Description

001 The Application Packet is not considered complete until the prior year's Food Safety Inspection Repart has
been submitted.

Figure 8: Example of a Warning Error

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 10
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3.4 Selecting a Program Year

Information for Contracting Entities and sites is displayed based on the selected program year. Upon
logging in to the system, the “active” program year is the default selection and can be found in the top-
right corner of the red bar. To view information from a prior year, you will need to change the program
year.

Please Note: A Contracting Entity will be unable to select and view any year, inclusive of
current and past years, if they have been granted the security right to do so.

3.4.1 Selecting a Program Year

1. Select Year on the blue menu toolbar at the top of the page. The Year Select screen
displays.
Select the year. The selected year is indicated by <Selected.
Use the menu bar to return to the task in the program.

‘ t Tip: The ability to view and/or modify a program year is controlled by the State’s system
H?«IPF“ | administrator. It is important to note that a program year may be set as “view only” to
Tips the Contracting Entities and “modify” to authorized State users.

Year Select
Select Year
2020 - 2021 = Selected
2019 - 2020
2018 - 2015
2017 - 2018
2016 - 2017
2015 - 2016
2014 - 2015
2013 - 2014
2012 - 2013
2011 - 2012
2010 - 2011
2009 - 2010
2008 - 2009

Figure 9: Select Year Screen

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 11
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3.5 Contracting Entity Search

For most Summer Foods Service Program functions, the Contracting Entity must be searched for and
selected prior to beginning any task. When the Contracting Entity Search screen displays, you can search
for the Contracting Entity using all or part of the Contracting Entity’s ID, Name, or any other combination
of parameters provided on this screen.

3.5.1 Searching for a Contracting Entity

1. Onthe menu toolbar, select Search to access the SFSP Search Options screen.

rm Applications | Claims | Comgpliance | Reports Security | Search EE Programs Year | Help | Log Out

SFSP Search Options

Item Description
Contracting Entity Search Search for SFSP Contracting Entities.
Site Search Search for SFSP Sites.

Status Summary Report  Search for SFSP Contracting Entities based on application or claim status.
Address Search Search for SFSP Contracting Entities by physical address.
Submitted Packet List Schedule Submitted Application Packets for review.

Figure 10: Search Options Screen

Select Contracting Entity Search.
Enter search parameters.
Select Search.

vk W

Select the appropriate Contracting Entity.

{7} Applications | Claims | Compliance | Reports | Security | Search $Z Programs | Vear | Help | LogOut

SFSP Contracting Entity Search
Search for Contracting Entities

CE ID: |:| Packet Status: [ ~]
Contracting Entity Name: | | Field Service Rep: | v|
TIN: l:l Packet Assigned To: [ ]
County: | v | ESC Region:
CD Code: l:l TDA Region:
Contracting Entity Status: Program Status:
[ search all available Programs
Contracting Entities Found:
Application Submitted Packet
Packet for Approval Assigned
CE ID Contracting Entity Name Status Approval Date To
Add New Contracting Entity
A J

Figure 11: Contracting Entity Search Screen

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 12
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o

Tip: The Contracting Entities List displays based upon the search criteria entered. If no

& selections were made, the list displays all available Contracting Entities with the
H@{pful designated status (default is “Active”). To display all Contracting Entities, leave all
TfPS search parameters blank and select Search. Users will only see Contracting Entities
J associated with their user account (e.g., ESC users will only see Contracting Entities in

their region).

The search parameters follow a specific set of rules which are described in the accompanying
table. If the type of search is identified as “includes”, the system will search for any Contracting
Entity that includes the parameter in any portion of the selected field. For example, if the user
entered “386” in the CE ID parameter, the system will retrieve Contracting Entities with CE IDs
of “00386"” and “01386".

If the type of search is “exact match”, the system will search only for any Contracting Entity that
exactly matches the parameter.

Parameter Type of Search Search Features

CEID “includes” If in combination with the Contracting Entity Name, the
CE ID takes precedence

If in combination with any other parameter, all
parameters are used to perform the search

Contracting Entity “includes” If in combination with the CE ID, the CE ID takes
Name precedence; this parameter is ignored

If in combination with any other parameter, all
parameters are used to perform the search

TIN “includes” If in combination with the CE ID, the search is performed
CD Code using both the CE ID and this parameter

If in combination with any other parameter, all
parameters are used to perform the search

County “exact match” | If in combination with the CE ID, the search is performed

Packet Status using both the CE ID and this parameter

If in combination with any other parameter, all

Field Service Re
P parameters are used to perform the search

Packet Assigned To
ESC Region
TDA Region

Program Status

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 13
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Parameter

Type of Search

Search Features

Contracting Entity

“exact match”

Required; defaults to “Active”

Status . N .
If in combination with any other parameter, all

parameters are used to perform the search.

If the “Search all available Programs” checkbox is checked, the results display changes in
appearance. The system will ignore all search criteria except for the CE ID and Contracting Entity
Status. If the Contracting Name is entered, and no CE ID is entered, the system will ignore all
search criteria except for Contracting Entity Name. IF no parameters are entered, the system
will retrieve all Contracting Entities in all programs.

Security | Search

1‘& Applications | Claims | Compliance | Reports

;E Pragrams | Year | Help | Log Dut

Program Year: 2017 - 2018

SFSP Contracting Entity Search
Search for Contracting Entities

CE ID: [ ] Packet Status: | ]
Contracting Entity Name: | | Field Service Rep: | |
TIN: |:| Packet Assigned To: |
County: | ~] ESC Region:

CD Code: |:| TD& Region:

Contracting Entity Status: Program Status:

[] search all available Programs

Contracting Entities Found: 1352
Application Submitted Packet

Packet for Approval Assigned

CE ID Contracting Entity Name Status Approval Date To

0ooos PALESTINE ISD Mot Started assign

00011 LUFKIN ISD Mot Started assign

ooo21 CHARLOTTE ISD Mot Started assign

oo022 JOURDANTON ISD Mot Started assign

ooo24 PLEASANTON ISD Mot Submitted assign

Figure 12: Contracting Entity Search Screen — “Search all available Programs” example.

3.5.2 Adding a New Contracting Entity

On the menu toolbar, select Search to access the Contracting Entity screen.
Perform a search to ensure that the Contracting Entity does not already exist in the
system.

3. Select Add New Contracting Entity at the bottom of the screen results section. The
Contracting Entity Profile screen displays.

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 14
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4. Refer to the Contracting Entity Profile section.

rf;} Applicatiens | Claims | Compliance | Reports | Security | Search 2= Programs Year | Help | Log Out

=

Add New Contracting Entity

Contracting Entity Information

Contracting Entity |
Mame:

Figure 13: Add New Contracting Entity Screen

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 15
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4.0 SFSP Applications

4.1 Program Year Enrollment Process

To participate in the Summer Food Service Program, Contracting Entities must submit an Application
Packet to the State for review and approval. Before beginning the Application Packet, Contracting
Entities must select the “Enroll” button on the Application Packet screen and click “Yes” on the
subsequent confirmation screen. After a Contracting Entity is enrolled, they must complete all required
applications and forms in the Application Packet for the program year.

F e = = e -
1’& Applcations | Claims | Comphance | Reperts Security | Search ;Epﬂ.ﬂirl"-'l Year | Help | Logowe

{'I'} Application Packet
00521 Stabug: Active Packet Submitted Daba:
Packet Approved Date:
Facket Original Approval Date:

Facket Status: Mot Ennolled
Facket Tickat Data:

The Contracting Entity has not started in the current year |8

Click 'Enrell’ to enroll for this year based on your prior year's infarmation,

Concel

Figure 14: Enrollment Screen

A new Application Packet must be submitted and approved at the beginning of each year. For
Contracting Entities that are completing this process as part of their “annual update,” certain
information from the previous year’s application rolls over into the new program year. The Contracting
Entity may modify this data for the new program year or leave the data as it is presented (and as was
recorded in the previous year).

4.2 Submitting an Application Packet

The Contracting Entity can submit the Application Packet to the State once all required applications,
online forms (e.g., Food Service Management Company contract), and supporting documents identified
on the checklist are completed and saved without errors.

To submit an Application Packet, the packet must contain:

e A completed Contracting Entity Application with no errors.
e At least one completed SFSP Site Application with no errors.
o Allitems in the Checklist are identified as submitted to TDA.
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e |[f the Contracting Entity had identified that they would be using a Food Safety Management
Company on their Contracting Entity Application, the packet must contain at least one Food
Service Management Company contract with a status of “Submitted”.

Applications = Application Packet > Program Year: 2020 - 2021
@ 2020 - 2021 Application Packet
00143 Status: Active Packet Submitted Date: 058/23/2020

Packst Approved Date: 05/24/2020
Packet Criginal Approval Date: 0%/24/2020
Packet Status: Approved

Packet Assigned To:

Latest
Action Form Name Version Status
View | Revise ' Contracting Entity Application Crigina Approved
View | Modify | Admin Budget Deta Origina Pending Validation
Details v Management Plan Origina Approved
Details v Food Production Facility List (3)
Details Site Field Trip List
Details v Checklist (1)
Details Application Packet Motes
View Application Packet Notes for CE
Details NDL &pplication Packet Dashboard (11) Complete
Site Applications Approved Pending Return for Denied Withdrawn / Error Total
Correction Closed Applications
guong.r;li Food Service 3 0 o 0 0 0 3
| = Back |

Show Packet History

L y

Figure 15: Application Packet Screen

Once the Application Packet has been submitted to the State for approval, the packet history section of
the Application Packet screen will display the event and the packet status changes to Submitted for
Approval

Hide Packet History

Packet History

Event Event Date/Time User
The application packet was approved. 9/24/2020 12:25:42 PM
The application packet was assigned to Genesis Webb. 9/23/2020 2:00:0% PM
The application packet was submitted. 9/23/2020 11:359:07 AM
was enrolled in 2021. S9/17/2020 10:50:01 AM

Figure 16: Packet History Screen
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4.3 Contracting Entity Manager Menu

The Contracting Entity Manager menu allows authorized State users to access the Contracting Entity
Profile, Site Manager, Batch Holds, Payment Holds, and Technical Assistance functions.

4.3.1 Accessing the Contracting Entity Manager Menu

1. Onthe blue menu toolbar, select Applications to access the menu screen.
On the menu, select Contracting Entity Manager. If a Contracting Entity has already
been selected, the Contracting Entity Manager Menu screen displays.

3. If no Contracting Entity has been selected, use the Contracting Entity Search feature to
search for and select a Contracting Entity.

Item Description
Contracting Entity Manager SFSP Contracting Entity's Profile, Site and Hold Information
Application Portal Access to all program applications
Application Packet SFSP Applications Forms {Contracting Entity and Site)
Advance Requests Request Contracting Entity's SFSP Advance(s) for the current year
Advance Requests Manager Manage requested Contracting Entity's SFSP Advance(s) for the current year
Annual Audits Annual Audits
Annual Audit Status Summary Annual Single Audit Status Summary
Download Forms Forms Available for Downloading
]

Figure 17: Contracting Entity Manager Menu Screen

The Contracting Entity Profile provides general information on the Contracting Entity. The
Contracting Entity Profile data is not year specific. It provides general attribute information
regarding the Contracting Entity such as name, CE ID, type of agency, and county.

All Contracting Entities must be initially registered through the Contracting Entity Profile screen
before an Application Packet can be completed and any additional data can be added to the
system. A Contracting Entity cannot be assigned a TX-UNPS User ID until the entity is defined in
the system via the Contracting Entity Profile screen.

Please Note: State users also use the Contracting Entity Profile to specify whether the
. ’(’ Contracting Entity will report Contracting Entity level or Site level claims. Once these
‘\“\?“ﬁ““ preferences are set in effect starting the following claim month. TX-UNPS functionality
= will not honor a change to claiming status. (Contracting Entity reporting vs. Site reporting)
within a claim month.
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4.3.2 Viewing or Modifying a Contracting Entity

On the Applications menu, select Contracting Entity Manager.

N

necessary).

Modify any information within the profile.
Select Save. If no errors exist, a confirmation screen displays.

o v e w

Finish to return to the Contracting Entity Manager menu.

CT = COLYAR

Search for and select a Contracting Entity using the Contracting Entity Search (if

Once a Contracting Entity has been selected, select Contracting Entity Profile.

Select <Edit to return to the recently modified Contracting Entity Profile screen or select

Applications > CE Manager >

Contracting Entity Profile

Contracting Entity Information

Program Year: 2020 - 2021

VIEW | MODIFY | DELETE

CE ID: 00143

Contracting Entity Name: |

DBA Name: |

Type of Agency: | Educational Institution V|
County: | v|

CD Code: \:I

Congressional District: ’—_l

DUNS Mumber: :

Communication Preference: (@ Electronic () Paper

Figure 18: Contracting Entity Profile (Partial Screen)

Food Distribution Program

Program Participation NSLP [ wstetm [ sFsp SFSP
[ TeFar [ TeFaP [ csFp [] csrpTM
™ — — —
| sFrmne L] FMNP || cares
[ Frcre [ DISASTER
RELIEF
Communication Preference: (® Electronic () Paper
FDP Mail Code: \:I
FDP CE Type:

WBSCM Business Partner ID: | |

Status

Contracting Entity Status:

| Cancel |

Figure 19: Contracting Entity Profile (Partial Bottom of Screen)

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved.
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7. A confirmation screen will display.

Contracting Entity Profile Confirmation

The Contracting Entity Profile has been saved.

Figure 20: Contracting Entity Profile Confirmation

4.3.3 Deleting a Contracting Entity Profile

1.
2.
3.
4.

On the Applications menu, select Contracting Entity Manager.

Search for and select a Contracting Entity using the Contracting Entity Search.
Once a Contracting Entity has been selected, click Contracting Entity Profile.
On the Edit menu, select Delete. A warning displays.

WARNING: Once the profile has been deleted, it is permanently removed from the
system and cannot be restored. You will not be able to access any data regarding the
Contracting Entity within the system. Use caution before deleting a profile.

5. Select Delete to receive a confirmation.
6. Select Finish to return to the Contracting Entity Manager menu.

Hzlpful ‘ Tip: To retain history on a Contracting Entity, change their Status to Inactive instead of
TEPS deleting the profile.

4.4 Site Manager

The Site Manager enables you to view, modify, add, delete, and change the status of a Contracting
Entity’s site.

4.4.1 Accessing Site Manager

On the blue menu toolbar, select Applications to access the screen.
On the Applications menu, select Contracting Entity Manager. If a Contracting Entity
has already been selected, the Contracting Entity Manager menu screen displays. If no
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Contracting Entity has been selected, use the Contracting Entity Search to find and

select a Contracting Entity.
3. Onthe menu, select Site Manager. The Contracting Entity Site Manager screen displays.

4.4.2 Creating a new Contracting Entity Site

On the menu toolbar, select Applications to access the menu.

Select Contracting Entity Manager. The Contracting Entity Options menu displays.
Select Site Manager. The Site Manager menu displays.

Select Create New Site. A blank Site Profile screen displays.

Enter data. The system will automatically generate the next available Site ID, but the ID
can be overwritten if needed (i.e. for public and charter schools). Site ID must be unique

within a Contracting Entity. They are not unique across the system.

vk wiN e

&\\Qhﬂ‘“\‘ | Please Note: The site’s CD Code defaults to the Contracting Entity’s CD Code identified on

e the Contracting Entity Profile screen.

Select the checkboxes for the programs in which the site participates.
Select Save to save the information on the site. The Contracting Entity Site Manager re-

displays with the new site added.

1'3 Applications | Claims | Compliance | Reports | Security | Search EE Programs Year | Help | Log Out

VIEW | MODIFY | DELETE

Site Profile

Site Information

Site ID:
Site Name: |Bergeron Park
CD Code: 101-911
County: [HARRIS (101)

Program Participation

Site will operate in the following programs:

O swe [ sso skse [l cacre [ FOP

Status

Site Status:

B [conee

Figure 21: Site Profile Screen
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4.4.3 Viewing or Modifying a Site Profile
1. On the Applications menu, select Contracting Entity Manager. If a Contracting Entity
has already been selected, the Contracting Entity Manager Menu screen displays.
If no Contracting Entity has been selected, use the Contracting Entity Search to search
for and select a Contracting Entity.
2. Once a Contracting Entity has been selected, select Site Manager. The Contracting
Entity Site Manager displays.
3. Select a site to view or modify to access the Site Profile screen.
Site ID Site Name Status
0002 LEEH S Active
0003 STERLING H § Active
0005 PETER E. HYLAND CENTER Active
0015 GOOSE CREEK MEMORIAL HIGH SCHOOL Active
0016 IMPACT EARLY COLLEGE H S Active
0041 BAYTOWN 1 H Active
0043 CEDAR BAYOU T H Active
0044 HIGHLANDS J H Active
D045 HORACE MANN J H Active
Figure 22: Site Profile List Screen
Modify any necessary information within the profile.
5. Select Save to obtain a confirmation.
Select <Edit to return to previous screen or select Finish to return to the Contracting
Entity Site Manager screen.
‘ Please Note: By selecting program participation, the site will automatically appear on the
»\ f\,‘\\“’ respective program’s site list within the Application Packet.
\(\NQ == Contracting Entities may also add sites via the “Quick” Site Profile.
4.4.4 Deleting a Contracting Entity Site
1. On the Applications menu, select Contracting Entity Manager. If a Contracting Entity
has already been selected, the Contracting Entity Manager Menu screen displays.
If no Contracting Entity has been selected, use the Contracting Entity Search to search
for and select a Contracting Entity.
Once a Contracting Entity has been selected, click Site Manager.
Select a site to delete.
4. Selected Delete on the Edit menu in the top-right corner.
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5. The system transfers the user to the bottom of the screen and a warning message is
displayed.
Select the Delete button at the bottom of the page to receive a confirmation message.
7. Select Finish to return to the Contracting Entity Site Manager screen.

4.5 High-Risk Info

This feature allows the State to track high risk information and history for the Contracting Entity.

4.5.1 Adding a High-Risk Information Entry

1. From the Applications menu, select Contracting Entity Manager.
2. Click on the High-Risk Info link. The High-Risk Information Detail Screen displays.

Action | 0] |Risk Type | Status | Open Date | Close Date

No Data to Display

Figure 23: Risk Information Screen

3. Complete all the required information on the High-Risk Information Detail screen.

Select Save.

Applications > CE Manager > Program Year: 2016 - 2017
High Risk Information Detail

KILLEEN ISD CE ID: 00047 High Risk ID: 0
Risk Type: | e

Discovery Comments:

@

Response Date:

@

Close Date:

L 1
L1

Response Comments:

X |

Figure 24: Risk Information Detail Screen
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Holds

The Batch Holds feature enables authorized State users to issue or view payment holds for a Contracting

Entity, by program. Contracting Entities can still enter claims when a batch hold is in place; no payments

will be issued by the system for the selected program until the hold is removed.

not for all program years.

m ﬁ““ Please Note: Creating and removing Batch Holds are only for the selected program year,

4.6.1 Viewing or Modifying a Batch Hold

1.

vk w N

On the Applications menu, select Contracting Entity Manager. If necessary, search for
and select a Contracting Entity.

Once a Contracting Entity has been selected, select Batch Holds to access the screen.
Make any necessary modifications.

Select Save to receive a confirmation screen.

Select <Edit to return to the Batch Holds screen you just modified or select Finish to
return to the Contracting Entity Manager menu screen.

&
Helpfu[ .
Tips J

Tip: The Batch Hold Change History provides information on when batch holds were
placed and removed and the reason for the hold.

4.6.2 Removing a Batch Hold

1.

o v kW

On the Applications menu, select Contracting Entity Manager. If necessary, search for
and select a Contracting Entity.

Once a Contracting Entity has been selected, select Batch Holds. The Batch Holds screen
displays.

Uncheck the All Months checkbox.

Select the blank space from the drop-down menu for the Reason Code.

Select Save. A confirmation screen displays.

Select <Edit to return to the Batch Holds screen or select Finish to return to the
Contracting Entity Manager menu screen.
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4.7 Payment Holds

The Payment Holds feature enables authorized State users to issue or view payment holds for a
Contracting Entity by program and for a specific month/year. Contracting Entities can still enter claims
when a payment hold is in place; however, a payment will not be issues by the system for the selected
month/year and program until the hold is removed.

Please Note: Creating and removing Payment Holds are only for the selected program
year, not for all program years.

4.7.1 Viewing or Modifying a Payment Hold

On the Applications menu, select Contracting Entity Manager.
Select Payment Holds to access the screen.
Make modifications.

-
HelPFul . Tip: The Payment Hold Change History provides information regarding when payment
TfPS holds were placed or removed and the reason for the hold.

VIEW | MODIFY

Payment Holds

001432 Status: Active

Summer Food Service Program Options

Payment Hold: [ &l [J 1o/2020 [ 1172020 [ 122020 () 172021 () 272021 [ 3/2021
Check all that appl

( Ppiy) [J af2021 [ sfzoz1 [ sfzo21 [ 772021 [ /2021 [ 9/2021
Reason Code: | v|

Comment:

Save
Payment Hold Change History

Change Change Date/Time User
There is no change history at this time.

Figure 25: Payment Holds Screen
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Select Save to receive a confirmation.
5. Select <Edit to return to the recently modified Payment Holds screen or select Finish to

return to the Contracting Entity menu.

Payment Holds Confirmation

Q0321 Status: Active

The Payment Holds have been saved.

< Edit _ Finish

Figure 26: Payment Holds Confirmation Screen

4.7.2 Removing a Payment Hold

On the Applications menu, select Contracting Entity Manager.

Select Payment holds to access the screen.

Uncheck each checked month checkbox.

Select the blank space from the drop-down menu for the Reason Code.
Click Save to receive a confirmation screen.

o vk wnNeE

Select <Edit to return to the recently modified Payment Holds screen or select Finish to

return to the Contracting Entity menu.

4.8 Technical Assistance

The Technical Assistance (TA) function enables users to view technical assistance requests in a summary
dashboard view and in a detailed list. New Technical Assistance entries can be added, while existing

ones can be viewed in detail, as well as modified or deleted.

4.8.1 Accessing Technical Assistance

1. Onthe menu toolbar, click Applications. The Application menu screen displays.
2. Onthe menu, click CE Manager.
3. Select Technical Assistance from the CE Manager menu screen.
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4.8.2 Adding a Technical Assistance Entry

On the menu toolbar, click Applications. The Application menu screen displays.
Select CE Manager.

Click Technical Assistance to access the screen.

Select Add Technical Assistance. The Details screen displays.

Enter the required information.

Click Save to receive a confirmation.

No ks wN e

Select <Edit to return to the Technical Assistance Detail screen or click Finish to return
to the Technical Assistance screen.

4.8.3 Modifying a Technical Assistance Entry

1. Onthe menu toolbar, click Applications. The Application menu screen displays.
2. Select CE Manager.
3. Click Technical Assistance to access the screen.
4. Select the Technical Assistance entry to view or modify.
5. Make any necessary modifications.
6. Select Save to receive a confirmation.
7. Click <Edit to return to the Technical Assistance Detail screen or select Finish to return
to the Technical Assistance screen.
Applications > CE Manager > Techniczl Assistance > Program Year: 2020 - 2021
Technical Assistance
00143 Status: Active As of: 11/4/2020
' SFSP Walid 7/1/2020 through &/30/2021
' SNP Walid 7/1/2020 through &/30/2021
FDP
Areas of Technical Assistance
_ Count
SNP 4 8 L 8
S50t 1 S50 1
FFvP1 0 FFVP 0
SFSP 3
Centers {0 SFSP 3
DCHA O Centers [}
FOP4 0 DCH 0
0 2 4 6 8 10 mm roP 0
Tota 12
y
Technical Assistance Provided Days: 30 60 90 All Count: 11
Date
Provided Representative | Recipient Programs Area Focus ID
0%/10/2020 I SNP General Operations | COVID 15 110036
09/10/2020 SNP Application,General | Renewals,COVID 19 110038
Operations

Figure 27: Technical Assistance (Partial Screen)
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4.8.4 Deleting a Technical Assistance Entry

On the menu toolbar, click Applications. The Application menu screen displays.
Select CE Manager.

Click Technical Assistance to access the screen.

Select the Technical Assistance entry to delete.

On the Edit menu, click Delete. A confirmation screen displays.

o vk wnNeE

Select Cancel to return to the Technical Assistance Detail screen without deleting or
click Delete to confirm deletion of the entry and return to the Technical Assistance

screen.

Applications > CE Manager = Technical Assistance >

Technical Assistance Detail

00143 Status: Active As of: 11472020
' SFSp Walid 7/1/2020 through 6/30/2021
V' SNP walid 7/1/2020 through €/30/2021
FDP
Assistance Provided ID: 110036
= Required
Program: * SNP 550 FFY SF5P Centers DCH FDP
Date Provided: * 9/10/2020 Associated TA:
TDA Representative: = Method: *

Follow-up Nesded?

Hours: i) Minutes: *
Recipient
Salutation First Name Last Name
Name: *
Title: Superintendent

Email Address: I“_;ﬂ

Phone: Ext: Fax:

Figure 28: Technical Assistance Details Screen
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4.9 Application Portal

The Application Portal is a “combined program” screen that provides access to information for all
program applications.

49.1 Application Portal Features

The top half of the Application Portal screen contains the Messages, Application Packet Notes,
and Application Packet Notes for CE features. All messages or notes from the SFSP program are
compiled into one comprehensive list which is located in each respective category.

Contracting Entity:

Messages (257)

Application Packet Notes

Application Packet Notes for CE

<«

Figure 29: Application Portal Top Half of Screen

Please Note: Visibility to the information will be limited based on user security rights. To
view information for each Contracting Entity, security rights will need to be enabled for
all programs or features.

4.9.2 Viewing a Message

1. From the Applications menu, select Applications Portal.
2. Click the arrows to access the Messages feature. A combined list of messages displays.

Messages (257) -

Figure 30: Application Packet Notes Section
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3. Select a message to view by clicking the link.

Messages (257) 2
0%5/24/2020 TH#-UNPS Application Packet Motification ﬁ
05/22/2020 TH-UMPS Attachment B Notification ﬂ
05/22/2020 TH-UNPS Application Packet Motification ﬂ

Figure 31: Message List (Partial Screen)

4. The message displays. When finished select < Back to return to the Application Portal.

Message Viewer

From: TX¥-UNPS Help Desk
Subject TX-UNPS Application Packet Motification

NOTIFICATION EMAIL FOR SFSP APPLICATION PACKET

Texas Unified Nutrition Programs System
Texas Department of Agriculture
Food and Mutrition Division

Thank you for submitting your Application Packet for the Summer Food Service Program. Your application packet has been
APPROVED.

Contracting Entity Name:

CEID: 00143

Program Year: 2020/2021

Program: Summer Food Service Program (SFSP)
Application Packet Status: Approved

Figure 32: Message Viewer Screen

L

4.9.3 Deleting a Message

1. Click the arrows to access the Messages feature. A combined list of messages displays.
2. Select a message to view by clicking the link.

3. Click the Delete button located in the bottom-right corner of the message screen.
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4.9.4 Viewing an Application Packet Note

1. From the Applications menu, select Applications Portal.
2. Click on the blue arrows to expand the Application Packet Notes section.

Application Packet Notes

Figure 33: Application Packet Notes

3. Select a Date in the Application Packet Notes section to access the applicable note.

Application Packet Notes o~
Program Date Created By Subject
SESP aspplication packet returned for
correction | corrections neaded
SFED 5
SESP First R-Frnewal Reminder letter
and email sent
- i

Figure 34: Application Packet Notes List

4. To make the note visible to Contracting Entities, click the checkbox.

Application Note

Subject: First Rernewal Reminder letter and email sent 2/2/17

Note: The purpose of this email is to remind renewing Contracting Entities (CEs) of the Summer Food
Service Program (5FSP) application due dates for Program Year (PY) 2017, Please review all of
the information below as it pertains to your participation in this program, and you are expected to
be aware of this information.

March 15, 2017

* Last day to submit SFSP applications for all contracting entities planning to request advance
payments.

April 15, 2017

= Last day to submit SFSP applications for all contracting entities in any of the categories listed
below:

o Deferred serious deficiency from administration/operation of a Child Nutrition Program from the
previous program year; and/or current program year.

= NOTE FOR CEs that must apply by Apnl 15, 2017:

o Renewing Private Non-profit Organizations must be aware that they may be required to
complete the WCA evaluation process again. Therefore, Texas Department of Agriculture (TDA)
advises all CEs that have a deferred serious deficiency from the administration/operation of a
Child Mutrition Program from the previous PY and/or the current PY to submit (even if previously
submitted) a complete VCA Checklist, all required information as outlined per the chart provided
at:
http://www.sguaremeals.org/Pregrams/SummerFeedingPrograms/HowcanlparticipateinSFSP.aspx
May 1, 2017

® Last day to submit SFSP applications for all renewing contracting entities that have not been
determined to need a more thorough application review based on the critena outlined above.

Summer Food Service Program Reminder

TDA will not review incomplete applications for accuracy; TDA will only review complete
applications for accuracy and pessible approval. A complete and correct SFSP application packet
means that all documents are submitted; all documents are completely filled out; and all of the
information on the documents is correct (Example: The information on the forms matches the
information in TX-UMPS.). A complete and correct SFSP application packet must include: (A} all of
the required checklist items (submitted and accurately completed), and (B) the SFSP application
packet in TX-UNPS submitted for approval (with all sections accurately completed) before TDA
will process the application for possible approval. Complete does not mean that all sites must be
included; CEs can still add sites after the deadline.

Technical Assistance is available by your local Education Service Center.

If checked, Mote is visible to Contracting Entity

Created Byt cedmonds10 ont 2/8/2017 2:35:11 PM Modified Byt cedmonds10 on: 2/8/2017 2:35:30 PM

Figure 35: Application Packet Note Screen
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4.9.5 Viewing an Application Packet Note - CE

1. From the Applications menu, select Applications Portal.
2. Click on the blue arrows to expand the Application Packet Notes — CE section.

<«

Application Packet Notes for CE

Figure 36: Application Packet Note - CE

3. Select a Date in the Application Packet Notes — CE section to access the applicable
note.

Application Packet Motes for CE

Program Date Created By Subject
lagged in as CE to change
status to pending validation

Beovie Middle School Mok
Submitted

NSLP

NSLP

Figure 37: Application Packet Note — CE List

4. The Application Packet Note displays. To ensure the message is visible to the
Contracting Entity, click the checkbox.
5. Select < Back to return to the Application Portal.

VIEW
2017 - 2018 NSLP Application Packet Note
00z81 Status: Active
Application Note
Subject: logged in as CE to change status to pending valhdation
Mote: logged in as CE to change status to pending valhdation
W If checked, Note is visible to Contracting Entity
Crezted By: on: 9/14/2017 12:02:18 PM  Madified By: on: 9142017 12:02:57 PM
A )

Figure 38: Application Packet Note — CE
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6. Select a Date in the Application Packet Notes — CE section to access the applicable note.

Application Packet Notes for CE

Program Date Created By Subject
oy logged in as CE to ch
NELP 3/14/2017 staiﬂg to I:e:isiing val‘i:d:l?gr?
NSLP 6/21/2017 SUB;:iﬁeh;iddle School Mot
N _/
Figure 39: Application Packet Note — CE List
7. The Application Packet Note displays. To ensure the message is visible to the
Contracting Entity, click the checkbox.
8. Select < Back to return to the Application Portal.
VIEW

00281

Status: Active

Application Note

NSLP Application Packet Note

Subject:
Mote:

logged in as CE to change status to pending validation

logged in as CE to change status to pending validation

o If checked, Note is visible to Contracting Entity

[<oae]

4.9.6 Application Portal Contracting Entity Forms

Figure 40: Application Packet Note — CE

The Application Portal screen also includes the Contracting Entity Forms feature which contains

links to each program’s Application Packet for direct access to CE and Site documentation.
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LT R CET A 2020 - 2021 W

Budget Summary

Contracting Entity Forms

Program Form Mame Packet Status Form Status
SMP Approved
W Contracting Entity Application Approved
V' FSMC Contract List 1 Contract
V' Meal Pattern Compliance Dashboard Approved
' Checklist (1)
Upload Documents
MDL Application Packet Dashboard (8) Complete
SHP Sites (4)
S50 Sites (0)
SFSP Approved
W Contracting Entity Application Approved

CACFP - Centers

Budget Detzil Pending Walidation
W Management Plan Approved
v Food Production Facility List (3]

Site Field Trip List
W Checllist (1)

HMDL Application Packet Dashboard (11) Complete

SFSP Sites (3)

Mot Participating

. CACFP - DCH Mot Participating y,
Site Applications
Submitted for Not Return for Withdrawn/ Total
Program Approved Approval Submitted Correction Denied Closed Error Applications
SHP ] [a] 1 a [u] [u] o] 4
550 a a a a a a a a
_‘.5 FSP 3 a a a a a a 3 p,

Figure 41: Application Portal Contracting Entity Forms

4.9.7 Selecting the Program Year

1. Select a year to access using the drop-down box.

Contracting Entity Forms

r' LSS TET R G 2020 - 2021 v

Figure 42: Program Year Option

4.9.8 Viewing the Budget Summary

1. From the Applications menu, select Applications Portal.
2. Select the Budget Summary link located in the Contracting Entity Forms section.

[N TETO RGN 2020 - 2021 W

Contracting Entity Forms

Budget Summary

Figure 43: Budget Summary Link
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3. The Contracting Entity’s Budget Summary displays. Once finished, select < Back to
return to the Application Portal.

Applications > Program Year: 2020 - 2021

Budget Summary
2020 - 2021

00143 Status: Active

SFSP
Income/Reimbursement and Expenses Information

Cost Reimbursement Summary
Operating Reimbursement

Administrative Reimbursement

ive Costs ion

Projected Administrative Costs
Operating Costs Information
Projected Operating Costs
Additional Budgeting Information

Adult Meal Information

Misc.

Internal Use Only Section Information
Status Pending Validation

< Back |

Figure 44: Budget Summary Screen

4.9.9 Viewing or Modifying Contract Entity Forms

From the Applications menu, select Applications Portal.
Select a Program from the Application Portal by clicking the link. The program’s
Application Packet displays.

3. Select an Action next to the corresponding Form Name
Complete the necessary activities. For complete details review the directions located in
the Application Packet section of the specific program you are working in.

5. Select < Back to return to the Application Portal.
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@ 2020 - 2021 Application Packet
00143 Status: Active Packst Submitted Date: 0%/23/2020
Packet Approved Date: 0%/24/2020
Packet Criginal Approval Date: 0%/24/2020
Packet Status: Approved
Packet Assigned To:
Latest
Action Form Name Version Status
View | Revise v’ Contracting Entity Application Origina Approved
View | Modify | Admin Budget Detail Origina Pending Validation
Details v Management Plan ariginal Approved
Details v Food Production Facility List {3)
Details Site Field Trip List
Details v Checklist (1)
Details Application Packet Notes
View Application Packet Notes for CE
Details MDL Application Packet Dashboard (11) Complete
Site Applications Approved Pending Return for Denied ‘Withdrawn/ Error Total
Correction Closed Applications
Surr.rfsr Food Service 3 0 o 0 o 0 3
Program
Show Packet History

Figure 45: SFSP Application Packet Screen

4.9.10 Viewing or Modifying Site Applications

1. From the Applications menu, select Applications Portal.

2. Select a Site Application Program by clicking the link. The program’s Application Packet

displays.

Site Applications

Submitted for Not Return for Withdrawn / Total

Program Approved Approval Submitted Correction Denied Closed Error Applications

SNP 3 o i} o o o o 3

S50 Ju] o [u} o [} 1} o 1}
k.SF?;"'F‘ 1 o [u} o o o o 1 .

Figure 46: Application Portal Site Applications

3. Select a Site Application to access the Site List screen.

Select the intended Action next to the corresponding Site ID/Site Name.

5. Complete the necessary activities. For complete details review the directions located in

the Application Packet section of the specific program you are working in.

6. Select < Back to return to the Application Portal.
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4.10 Application Packet

To participate in the SFSP, Contracting Entities must submit an Application Packet to the State for review
and approval. At the beginning of each program year profile data is rolled over from the prior year’s
most recent Approved application packet and must be verified by Contracting Entities before submitting
any claims. The Contracting Entity would update any invalid information, as well as enter additional data
required by the State.

The Application Packet contains the Contracting Entity application, Site application(s), and additional
required forms. When completing the application, the screen will display the status of each packet item.
A red arrow will appear next to any item that requires attention (such as an error within a form or a
checklist item that needs to be completed). Once the Application Packet item has been completed
correctly and contains no errors, a green check displays next to the applicable Application Packet item.

been approved for the respective program year.

.\ ‘T‘“\“ Please Note: Contracting Entities may not submit claims until their Application Packet has

Please Note: Once an Application Packet has been approved, if a Contracting Entity

‘ \“ revises an item within the Application Packet (excluding the Site Field Trip), the
X\m Dﬁ“ Application Packet must be re-submitted for approval. Modifications to the Site Field Trip
e screen do not initiate the Application Packet approval process.

4.10.1 Accessing the Application Packet

1. On the blue menu toolbar, select Applications to access the menu screen.
2. Onthe menu, select Application Packet.
3. Select the applicable packet item.
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@ 2020 - 2021 Application Packet

001432 Status: Active Packet Submitted Date: 08/23/2020
Packet Approved Date: 05/24/2020

Packet Original Approval Date: 05/24/2020

Packet Status: Approved

Packet Assigned To:

Latest
Action Form Name Version Status
Wiew | Revise w Contracting Entity Application Original Approved
View | Medify | Admin Budget Detail Original Pending Validation
Details v Management Plan Original Approved
Details » Food Production Facility List (3)
Details Site Field Trip List
Details » Checklist (1)
Details Application Packet Notes
View Application Packet Notes for CE
Details MDL Application Packet Dashboard (11) Complete
Site Applications Approved Panding Return for Deniad ‘Withdrawn/ Error Total
Correction Closed Applications
Summer Food Service 3 o 0 0 o 0 3
Program

Show Packet History

Figure 47: Application Packet Menu Screen

If the Application Packet is under review by the State, it becomes “read only” to the Contracting
Entity. The Application Packet screen is displayed with the following message to alert the
Contracting Entity that no further modifications can be made to the submitted packet during
this time.

The Application Packet is currently under review by the State and is unavailable for
changes.

Figure 48: Application Packet Message Screen
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4.10.2 Assigning the Application Packet

1. If necessary, search for and select a Contracting Entity.
2. On the blue menu toolbar, select Applications to access the menu screen.
3. Click Application Packet.
4. Select the Packet Assigned To link, the Application Assignment screen displays.
Applications > Application Backet > Program Year: 2020 - 2021
@ 2020 - 2021 Application Packet
00143 Status: Active Packet Submitted Date: 05/23/2020
Packet Approved Date: 0%/24/2020
Packet Criginal Approval Date: 0%/24/2020
Packet Status: pproved
Packet Assigned To:
Latest
Action Form Name Version Status
Wiew | Revise # Contracting Entity Application Origina Approved

Figure 49: Application Packet Message Screen

5. Assign the packet to the appropriate staff consultant.

Application Packet Assigment Information

Assigned Consultant: | v

Assigned By on: 09/23/2020

m| Cancel |

Figure 50: Application Packet Assignment Screen

6. Select Save to receive a confirmation.

The Application Packet Assignment has been saved.

Figure 51: Confirmation Screen

7. Select <Edit to return to the recently modified Application Packet Assignment screen or
select Finish to return to the Application Packet screen.
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4.10.3 Ending a Contracting Entity’s Enrollment

From the Application’s menu, select Application Packet.
Select the link under the Latest Version for the Contracting Entity Application, to access
the History screen.

3. Select Close Contracting Entity, the Agreement screen displays.

Applications > Application Packet > Program Year: 2020 - 2021

Summer Food Service Program
CE Application History for 2020 - 2021

001432 Status: Active

Effective Claim Period Version Status Approved Date
Oct 2020 Qriginal Approved 09/24/2020
| < Back | Close Contracting Entity

Figure 52: Application History Screen

4. Enter the Closed/Terminated Date. When the Contracting Entity enters claims, the Days
on Operations fields will edit check with this date to ensure meals aren’t claimed after
the entered date.

5. Select the Closed/Terminated Date.

Enter the Closed/Terminated Reason.

7. The option to provide a reason regarding why the Contracting Entity is ending
enrollment in the Closed/Terminated Comment.

8. Select Save. The Application History screen is displayed with a message stating that the

Contracting Entity’s enrollment has ended.

Enrollment Information

Closed/Terminated Date: I:I &
Closed/Terminated Code:

Closed/Terminated Reason: |

Closed/Terminated Comment:

N [ Concel |

Figure 53: Agreement Screen

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 40



CT = COLYAR

o

4.10.4 Re-Opening a Closed Contracting Entity

From the Applications menu, select Application Packet to access the screen.

Select Re-Open Contracting Entity, the Agreement screen displays.

Delete the Closed/Terminated Date.

Select the blank space from the drop-down menu for the Closed/Terminated Code.
Click Closed/Terminated Reason.

Delete the Closed/Terminated Description.

Once all fields are blank, select Save to access the Application History screen.

No s wDN e

4.11 Contracting Entity Application

The Contracting Entity Application screen provides access to the Contracting Entity’s annual application
for the SFSP. The Contracting Entity is required to complete a new application annually; however, if an
application is contained within the system from the previous year, the State has identified select
application data that rolls over from the previous year and pre-fills a new year’s application.

4.11.1 Viewing a Contracting Entity Application

On the blue menu toolbar, select Applications.

From the Applications menu, select Application Packet.

Select View next to the Contracting Entity Application packet item, the application for
the designated Program Year displays.

‘ Please Note: If there are multiple versions of a Contracting Entity application within the
X\N\Q“ﬂ“\«f system (i.e., revisions exist), the system defaults to the version with the most current
—— Application Effective Date designated on the Contracting Entity Application’s Internal
Use Only section.

4.11.2 Viewing a Contracting Entity Application (Revision)

1. On the blue menu toolbar, select Applications.
From the Applications menu, select Application Packet to access the current year’s
Application Packet screen.

3. Select the revision link under the Latest Version column, the Application History for the
designated Program Year displays.

4. Select an application version to view.
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& Tip: The View option appears in two situations: 1) If the user only has view-access
H@lpFul security rights or 2) If the user has modify-access security rights BUT the Application
Tl'ﬂ Packet has been submitted to the State and is under State review and therefore cannot

— be modified.

4.11.3 Adding a Contracting Entity Application (New Contracting Entity)

1. On the blue menu toolbar, select Applications.

From the Applications menu, select Application Packet to access the most current year’s
Application screen.

Select Add next to the Contracting Entity Application Packet item.

Enter required information.

Select Save to receive a confirmation.

Select <Edit to return to the Contracting Entity Application screen or select Finish to
return to the Application Packet screen.

N

o vk w

& Tip: The Add option only appears for new Contracting Entities. If the Contracting Entity
HZIPF“I had an application in the previous year and has elected to enroll in the new year, the
Tid prior year’s application information is rolled over into the new year’s application as a
_= starting point. The user would select Modify to review and update this information.

4.11.4 Modifying a Contracting Entity Application

On the blue menu toolbar, select Applications.
From the Applications menu, select Application Packet to access the current year’s
Packet screen.

3. Select Modify next to the Contracting Entity packet item, the application for the
designated program year displays.
Make any necessary modifications.

5. Select Save to receive a confirmation.
Select <Edit to return to the Contracting Entity Application screen or select Finish to
return to the Application Packet.

&

HelPFU‘l Tip: The Modify option only appears when the Application Packet has not been
Tips submitted. Once an application has been submitted and approved by the State, a revised
l application must be submitted (i.e., the Revise option is displayed).
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4.11.5 Deleting a Contracting Entity Application

On the blue menu toolbar, select Applications.
From the Applications menu, select Applications Packet to access the screen.
Select Modify next to the Contracting Entity Application Packet item, the application for
the designated program year displays.
Select Delete on the Edit menu is the top-right corner.

5. The system transfers the user to the bottom of the screen and a warning message
displays.

6. Select the Delete button at the bottom of the page to receive a confirmation message
displays.

\ WARNING: A Contracting Entity application can only be deleted if the Contracting
! l Entity has not yet submitted any claims for the program year.

Once the application has been deleted, it is permanently removed and cannot be
restored. Use caution before deleting an application.

4.11.6 Revising a Contracting Entity Application

1. On the blue menu toolbar, select Applications.
From the Applications menu, select Application Packet to access the most current year’s
application screen displays.

3. Select Revise next to the Contracting Entity Application packet item, the designated
Program Year is displayed.
Make any necessary modifications.

5. Select Save to receive a confirmation screen.

6. Select <Edit to return to the recently modified Contracting Entity Application or select
Finish to return to the Application Packet screen.

4
HelPF“[ Tip: The Revise option only appears when the previously submitted Application Packet
TiPS ' has been approved by the State.
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4.11.7 Entering Internal Use Only Information

1. From the Applications menu, select Application Packet to access the most current year’s
Application screen.

2. Select Admin next to the Contracting Entity Application packet item. The Contracting
Entity Application for the designated Program Year is displayed.

3. Enter information in the Internal Use Only section.
Select Save Internal Use Only to receive a confirmation screen.

5. Select <Edit to return to the Contracting Entity Application screen or select Finish to

return to the Application Packet screen.

% Tip: If you are viewing an application and have the security rights to update the
H 6IPFU‘! Internal Use Only section, the user can also select INTERNAL USE ONLY on the Edit

s menu in the top-right corner of the application screen to access the Internal Use Only
TIPS section of the screen.

4.12 Site Applications — Summer Food Service Program

Contracting Entities must complete a Site Application for each of their sites. The Site Application screen
provides access to the Site’s annual application for the Summer Food Service Program for both new and
renewing sites. Sites must complete a new application annually; however, if an application is contained
within the system from the previous year, the State has identified select application data that rolls over
from the previous year and pre-fills a new year’s application.

4.12.1 Accessing the Contracting Entity’s Site List

1. From the Applications menu, select Application Packet.
2. Under Site Applications, select Summer Food Service Program.

2020 - 2021 Application Packet - SFSP Site List

00143 Status: Active

Site List

Version/
Action Site ID / Site Name Status
e oy Original /
View | Revise | ¢ Approved
P Original /
View | Revise | ¢ Approved
e o Original /
View | Revise | 3 Approvad

Add Site Application
Total Sites Enrolled: 3

Figure 54: SFSP Site List Screen
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4.12.2 Adding a New Site (Available to Contracting Entities)

1. From the Applications menu, select Application Packet. The most current year’s
Application Packet screen displays.

2. Under Site Applications, select Summer Food Service Program. The Application Packet -
SFSP Site List screen displays.

3. At the bottom of the site list, select Add Site Application. The SFSP Available Site(s)
screen displays.

on the Site Profile screen, but who do not have a site application.

.\(\"“\‘ Please Note: The sites displayed on this screen are sites that are designated as SFSP sites
X‘\\Q“, x

4. To add an application to a site that is listed, select the site. If the site is not listed, select
Add New Site. The ‘Quick’ Site Profile screen displays.

5. The system automatically defaults the Site ID to the next available Site ID for this
Contracting Entity.

&

Hel ful Tip: For most Contracting Entities, it is highly recommended that you use the Site ID
|‘0 £ assigned by the system. The system has verified that the assigned ID is unique and is the
L 7 next available Site ID for the Contracting Entity.

6. Enter the Site Name and County.
7. Select Save. The Site Application for the new site is displayed.

Site Information

Site ID: |D214

Site Name: I
County: I ;I

Figure 55: ‘Quick’ Site Profile Screen
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4.12.3 Viewing a Site Application

1. From the Applications menu, select Application Packet to access the current year’s
Application screen.

2. Under Site Applications menu, select Summer Food Service Program. The Application
Packet — SFSP Site List screen displays.

3. Select View next to the applicable site application to access the screen.

4.12.4 Modifying a Site Application

On the blue menu toolbar, select Applications.
From the Applications menu, select Application Packet to access the screen.

w

Under Site Applications, select Summer Food Service Program. The Application Packet —
SFSP Site List screen displays.

Select Modify next to the applicable site. The Site Application screen is displayed

Make any necessary modifications.

Select Save to receive a confirmation.

No vk

Select <Edit to return to the Site Application screen or select Finish to return to the SFSP
Site List screen.
8. Repeat Steps 4 through 7 for each site that will participate in the program.

4.12.5 Deleting a Site Application

On the blue menu toolbar, select Applications.
From the Applications menu, select Application Packet to access the current year’s
Application screen.

3. Under Site Applications, select Summer Food Service Program. The Application Packet -
SFSP Site List screen displays.
Select Modify next to the site whose application is to be deleted.
Select Delete on the Edit menu in the top-right corner.
The system transfers the user to the bottom of the screen and a warning message is
displayed.

7. Select the Delete button to receive a confirmation message.

WARNING: Only a site application that has not been approved can be deleted. Once the
application has been deleted, it is permanently removed and cannot be restored. Use caution
before deleting an application.
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4.12.6 Revising a Site Application

& Tip: Only State-approved applications can be revised. An application that has been
ful submitted BUT is currently under review by the State CANNOT be revised.
Helptul
Tips J Once a Contracting Entity revises any item within the Application Packet, the Application
: Packet must be re-submitted, and the State review and approval process starts again.

1. From the Applications menu, select Application Packet to access the Application screen
for the current year.

2. Under Site Applications, select Summer Food Service Program. The Application Packet —
SFSP Site List screen displays.

3. Select Revise next to the site whose application is to be modified.

Modify any desired information.

&
HelPFU‘t . Tip: The Revise option only appears when the previously submitted Application Packet
TfPS has been approved by the State.

5. Select Save to receive a confirmation.
6. Select <Edit to return to the Site Application screen or select Finish to return to the SFSP
Site List screen.

4.12.7 Entering Internal Use Only Information

1. From the Applications menu, select Application Packet to access the screen for the
current year’s packet.

2. Under Site Applications, select Summer Food Service Program. The Application Packet -
SFSP Site List screen displays.

3. Select Admin next to the applicable site to review the application.
Enter information in the Internal Use Only section.

5. Select Save Internal Use Only to receive a confirmation.
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6. Select <Edit to return to the Site Application screen or select Finish to return to the SFSP

Site List screen.

$ Tip: If you are viewing an application and have the security rights to update the Internal
Use Only section, the user can also select Internal Use Only on the Edit menu in the top-
right corner of the application screen to access the Internal Use Only section of the

Helpful
Tips _\

screen.

4.12.8 Closing a Site
Applications cannot be submitted for a site that is closed within the system.

To close a site, follow the steps below:

1. From the Applications menu, select Application Packet to access the current year’s

Application.
2. Under Site Applications, select Summer Food Service Program. The Application Packet —

SFSP Site List screen displays.
3. Select the link under the Version/Status column. The Site Application History screen is

displays.
4. Select Close Site. The End Site Agreement screen displays.

Enrollment Information

Closed/Terminated Date: &
Closed/Terminated Code: v
Closed/Terminated Reason:

Closed/Terminated Comment:

Figure 56: End Site Agreement Screen

5. Enter the Closed/Terminated Date. If the Contracting Entity is entering site level claims,
the Days of Operation fields for this site will edit check with this date to ensure meals
aren’t claimed after the entered date.

Select the Closed/Terminated Code.

7. Enter the Closed/Terminated Reason.

If desired, provide a description as to why the site is being closed in the

Closed/Terminated Comment.
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9. Select Save. The Site Application History screen is displayed with a message stating that

the site’s enrollment is closed.

Applicationz > Application Packet > Program Year: 2020 - 2021

Summer Food Service Program
CE Application History for 2020 - 2021

001432 Status: Active

The Contracting Entity's enrollment was 'TDA Cancelled' as of: 11/18/2020.

Effective Claim Period Version Status Approved Date
Oct 2020 Original Approved 05/24/2020
| = Back | | Re-Open Contracting Entity

Figure 57: Example of a Confirmation of a Closed Site

4.12.9 Re-Opening a Closed Site

1. From the Applications menu, select Application Packet to access the current year’s

Application screen.

2. Under Site Applications, select Summer Food Service Program. The Application Packet —

SFSP Site List screen displays.
3. Select the link under the Version/Status column. The Site Application History screen
displays.
Select Re-Open Site. The End Site Agreement screen displays.
Delete the Closed/Terminated Date.
Select the blank space from the drop-down menu for the Closed/Terminated Code.
Delete the Closed/Terminated Reason.
Delete the Closed/Terminated Description.

L e Nk

Once all fields are blank, select Save. The Site Application History screen displays.

4.13 Budget Detail

The Budget Detail screen must be completed annually by Contracting Entities. The system will not allow

an Application Packet to be submitted without completion of the Budget Detail screen, with no errors.

Once a Budget is approved, a revision (i.e., a new version) must be created.
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4.13.1 Accessing the Budget Detail

1. Onthe menu screen, select Application Packet.
2. Select View next to Budget Detail. The most current Budget Detail screen displays.

Please Note: If there are multiple versions of a budget within the system (i.e., revisions

‘\‘(\\?uﬁl‘“\‘ exist), the system defaults to the most current version.
s

4.13.2 Adding a Budget Detail

On the menu, select Application Packet.

Select Add next to Budget Detail. A blank Budget Detail screen displays.
Complete the form.

Select Save to receive a confirmation.

Select <Edit to return to the Budget Detail screen or select Finish to return to the

A e

Application Packet screen.

‘ ;(' Please Note: The staff and budget category titles are links. When the link is selected by
Xm?“ﬁ““ the user, a secondary window or table is displayed to enter data. The category can be
e

collapsed by selecting “Close”.

4.13.3 Viewing a Budget Detail

1. From the Applications menu, select Application Packet to access the current year’s
Application Packet.

2. Select View next to Budget Detail, the screen of the most current version displays.
To view a prior Budget Detail, select the revision link under the Latest Version column.
The Contracting Entity’s Budget History for the designated Program Year displays.

Summer Food Service Program
Contracting Entity Budget History for 2020 - 2021

00143 Status: Active

Version Status Approved Date
Origina Pending Validation

Figure 58: Budget History Screen
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4. Select the budget version to view.

4.13.4 Modifying a Budget Detail

On the menu, select Application Packet, the screen displays.

2. Select Modify next to Budget Detail. The Budget Detail screen displays with the most
current, un-submitted budget data.

3. Modify any necessary information.
Select Save to receive a confirmation.

5. Select <Edit to return to the Budget Detail screen or select Finish to return to the
Application Packet screen.

4.13.5 Revising a Budget Detail

On the menu, select Application Packet.

Select Revise next to Budget Detail. The screens display the most current budget data.
Make any necessary modifications.

Select Save to receive a confirmation.

Select <Edit to return to the Budget Detail screen or select Finish to return to the

vk wnN e

Application Packet screen.

&

Helpfu[ Tip: When creating a revision, the system maintains the previously-approved budget that
T']DS -\ can be accessed via the Contracting Entity Budget History screen.
|

4.13.6 Reviewing a Budget Detail

On the menu, select Application Packet.

Select Admin next to Budget Detail List. The Budget Detail screen displays.
The Detail screen will exhibit the submitted budget information for review.
Enter information in the Internal Use Only section.

Select Save Internal Use Only to receive a confirmation screen.

Select <Edit to return to the Budget Detail screen select Finish to return to the

o vk wnNeE

‘F | Tip: Authorized users can also access the Internal Use Only section by selecting Revise
H"‘lp e next to the Budget Detail option on the Application Packet screen and then selecting
Tips Internal Use Only at the top-right of the Budget Detail screen.
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Application Packet screen.

4.14 Management Plan

Contracting Entities must submit a Management Plan as part of the Application Packet. The system will
not allow an Application Packet to be submitted without completion of the Management Plan screen,
with no errors. Once a Management Plan is approved, a revision (i.e., a new version) must be created.

4.14.1 Accessing the Management Plan

1. On the menu, select Application Packet.
2. Select Details next to Management Plan. Select the version of Management Plan to

view. The Management Plan screen displays.

revisions exist), the system defaults to the most current version.

X‘{“’Q&U‘“ﬁ Please Note: If there are multiple versions of a Management Plan within the system (i.e.,

4.14.2 Adding a Management Plan

On the menu, select Application Packet.
Select Details next to Management Plan. Select Original under the version column. A
blank Management Plan screen displays.
3. Complete the form.
Select Save to receive a confirmation.
5. Select <Edit to return to the Management Plan screen or select Finish to return to the

Application Packet screen.

4.14.3 Viewing a Management Plan

1. From the Applications menu, select Application Packet to access the most current year’s
Application Packet screen.

2. To view the most current Management Plan, select Details next to Management Plan or
to view a prior Management Plan, select the revision link under the Version column. The
Contracting Entity Management Plan History for the designated program year displays.
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[ spolicatons > ssplication packes> —— progamVear: 2020- 2021 |

2020 - 2021 SFSP Management Plan

00143 Status: Active

Version Status Approved Date
Original Approved 09/24/2020

Revise Management Plan

Figure 59: Management Plan Screen

3. Select the Management Plan version for review.

4.14.4 Modifying a Management Plan

On the menu, select Application Packet.

Select Details next to Management Plan.

Select the version to modify. Modify any desired information.

Select Save to receive confirmation.

Select <Edit to return to the Management Plan screen or select Finish to return to the

vk wn e

Application Packet screen.

4.14.5 Revising a Management Plan

1. From the menu, select Application Packet.
Select Details next to Management Plan. The Management Plan screen displays with the
most current Management Plan data.

3. Select Revise Management Plan button. Make any necessary modifications.
Select Save to receive a confirmation.

5. Select <Edit to return to the Management Plan screen or select Finish to return to the
Application Packet or select Finish to return to the Application Packet screen.

&
Helpful
Tips —\

Tip: When creating a revision, the system maintains the previously-approved
Management Plan that can be accessed via the Contracting Entity Management Plan

History screen.
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4.14.6 Reviewing a Management Plan

1. From the menu select Application Packet.

Select Details next to Management Plan List. The Management Plan screen displays.
Select the version to be reviewed.

Review the Management Plan information submitted.

Select Internal Use Only on the Edit menu in the top-right corner.

Enter information in the Internal Use Only section.

Select Save Internal Use Only to access a confirmation.

No v ks~ w

Select <Edit to return to the Management Plan screen or select Finish.

& Tip: Authorized users can also access the Internal Use Only section by selecting Revise
next to the Management Plan option on the Application Packet screen and then selecting

H@lpful \ Internal Use Only at the top-right of the Management Plan screen.
Tips _\

4.15 Food Production Facility
The Food Production Facility section of the Application Packet contains information about each food
production facility that the Contracting Entity will use to provide meals to its sites. This includes vended

meals and central kitchen services.

4.15.1 Accessing the Food Production Facility List

1. On the menu, select Application Packet.
2. Select Details next to Food Production Facility List, the list screen displays.
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Food Production Facilities

00143 Status: Active

Action Facility Name Latest Version Status Approved Date
“iew | Revise Rew. 1 Approved 09/24/2020
Wiew | Revise Original Approved 09/24/2020
“iew | Revise Original Approved 0%/24/2020

Figure 60: Food Production Facilities List Screen
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4.15.2 Adding a Food Production Facility List

On the menu, select Application Packet.
Select Details next to Food Production Facility List.
Select the Add Facility button. A blank Food Production Facility screen for the specified
year is displayed.
Complete the form.
5. Select Save to receive a confirmation.
Select <Edit to return to the Food Production Facility screen or select Finish to return to

the Food Production Facilities list screen.

4.15.3 Modifying a Food Production Facility List

On the menu, select Application Packet.

Select Details next to Food Production Facility List.

Select the facility to modify. The Food Production Facility screen displays.

Modify any necessary information.

Select Save to receive a confirmation.

Select <Edit to return to the Food Production Facility screen or select Finish to return to

o vk wNPR

the Food Production Facilities List screen.

4.15.4 Deleting a Food Production Facility List

On the menu, select Application Packet.
Select Details next to Food Production Facility List.
Select the facility to delete. The Food Production Facility screen displays.

P wnNPR

Select Delete on the Edit menu in the top-right corner. The system transfers to the
bottom of the screen and a warning message is displayed.
5. Select the Delete button at the bottom of the page. A confirmation message displays.

I . WARNING: Once the facility has been deleted, it is permanently removed and
R cannot be restored. Use caution before deleting a contract.

4.15.5 Entering Internal Use Only Information

On the menu, select Application Packet.

Select Details next to Food Production Facility List.

Select the facility to review. Food Production Facility screen displays.

Select INTERNAL USE ONLY on the Edit menu in the top-right corner. The system

PwwNPE
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transfers to the bottom of the screen.

5. Enter information in the Internal Use Only section.
Select Save Internal Use Only to receive a confirmation.

7. Select <Edit to return to the Food Production Facility screen or select Finish to return to
the Food Production Facility list screen.

4.16 Site Field Trip List

The Site Field Trip section of the Application Packet contains information about any field trips that an
approved site will conduct for the specified year.

Please Note: Only approved sites can be associated with a Site Field Trip. Therefore, an
initial review of an Application Packet will not include Site Field Trip forms because the
State has not yet approved any sites.

4.16.1 Accessing the Site Field Trip List

1. Onthe blue menu toolbar, select Applications to access the menu screen.
2. Onthe menu, select Application Packet.
3. Select Details next to Site Field Trip List. The Field Trip — Site List screen displays.

2020 - 2021 Field Trips - Site List

00143 Status: Active

Site Field Trip Name Date Status
Museum 11/12/2020

Create New Field Trip

Figure 61: Site Field Trip List Screen

&
Tip: A field trip can be added only for approved SFSP sites (i.e., an approved SFSP site

H@IPFMI -
Tips \ application for the designated year)
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4.16.2 Adding a Site Field Trip

On the menu, select Application Packet.
Select Details next to Site Field Trip List.
Select the Create New Field Trip button. A blank Site Field Trip screen for the specified
year is displays.
Select the Contracting Entity’s Site that will conduct the field trip.
5. Select the Continue button. The Site Field Trip screen is re-displayed with the selected
site at the top of the page and field trip fields required for completion.
6. Complete the form.
Select Save to receive a confirmation.

4.16.3 Modifying a Site Field Trip

On the menu, select Application Packet.

Select Details next to Site Field Trip List.

Select the field trip to modify. The Site Field Trip screen displays.
Make any necessary modifications.

Select Save to receive a confirmation.

o vk wNPRE

Select <Edit to return to the Site Field Trip screen or select Finish to return to the Field

Trip — Site List screen.

4.16.4 Cancelling a Site Field Trip

On the menu, select Application Packet.

Select Details next to Site Field Trip List.

Select the field trip to cancel. The Site Field Trip screen displays.
Check the box in question 6 “Cancel Request”.

Select Save to receive a confirmation.

o ks wWwN PR

Select <Edit to return to the Site Field Trip screen or select Finish to return to the Field
Trip — Site List screen

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 59



CT = COLYAR

Trip Details
1 Trg Date:
Specific Date
&) Date Range Start Date: | ﬁ"' End Crate: =
Multiple Dates
2. Status of Site: Site will remain open
3. Affected Meal Type(s): Breakfast
AM Snack
Lunch
PM Snack
Supper
4.  Number of Chaldren Attending Field Trip: 355'
5 MName of Field Trp Destiabion:
-9 Cancel Reguest:
Internal Use Only
Status: Approwed
Internal Comments:
Comments ta Contraching Enbiby:
BN [ Gorcs|

Figure 62: Site Field Trip Screen

4.16.5 Deleting a Site Field Trip

On the menu, select Application Packet.

Select Details next to Site Field Trip List.

Select the field trip to delete. The Site Field Trip screen displays.

Select Delete on the Edit menu in the top-right corner. A warning message is displayed.

vk wiN e

Select the Delete button at the bottom of the page to receive a confirmation.

4.16.6 Entering Internal Use Only Information

From the menu, select Application Packet.

Select Details next to Site Field Trip List.

Select the field trip to review. The Site Field Trip screen displays.
Review the information.

Select Internal Use Only on the Edit menu in the top-right corner.
Enter information in the Internal Use Only section.

Select Save Internal Use Only to receive confirmation.

©® N oV wWN PR

Select <Edit to return to the Site Field Trip screen or select Finish to return to the Field
Trip — Site List screen.
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4.17 Checklist

A checklist is automatically generated based upon answers to specific questions from the Contracting
Entity and site applications. The checklist identifies supplemental documents that need to be submitted
to the state. The Checklist feature allows Contracting Entities to keep track of documents and their dates
of submission. State users use this feature to identify when documents have been received and to
denote the status of the documents.

4.17.1 Accessing a Checklist

1. From the menu, select Application Packet.
2. Select Details next to Checklist Summary.

4.17.2 Viewing a Checklist

From the menu, select Application Packet. The Application Packet screen displays.

2. Select Details next to Checklist Summary.
Select the Contracting Entity or Site to view a checklist. The applicable Checklist screen
displays.

Please Note: Only Contracting Entities and Sites who have completed their applications

‘\\(“Quf"“\“f and who have additional required documentation will have a checklist.

Required Document Date Document

Forms/Documents Submitted Submitted on File Status Last

to send to TDA te TDA to TDA w/TDA Status Date Updated By
Health Dept. Letter 04,/29/2016 - Approved 05/05/2016  Imckinney10

Upload Checklist Item Documents

Figure 63: SFSP Checklist Screen

4.17.3 Updating a Checklist

1. From the menu, select Application Packet. The Application Packet screen displays.
2. Select Checklist Summary.
3. Select the Contracting Entity or Site whose checklist is to be updated.
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4. ldentify whether the document has been submitted and the submission date. The Date
Submitted to the State field automatically defaults to the system date. This can be
changed by the user. A checklist is not considered complete until all checklist items are
identified as having been submitted to the State.

5. Select Save. The Checklist Summary screen displays.

4.17.4 Uploading an Attachment to a Checklist Item

attachment. Files in the following formats can be uploaded: .doc, .pdf, and .jpg. The
system allows for files up to 15 MB.

X "f\,“\“' Please Note: If the checklist item has a paper clip icon next to it, the user can upload an

1. From the Application Packet menu, select Details next to Checklist Summary. The
Checklist File Upload Details screen displays.
Select the Contracting Entity or a program site.
Click the Upload Checklist Item Documents link. Proceed to upload all necessary
documents.

4. Select Save.

4.17.5 Entering Internal Use Only Information

On the blue menu toolbar, select Applications to access the menu.

From the menu, select Application Packet.

Select Details beside Checklist Summary. The Checklist Summary screen displays.
Select the Contracting Entity or Site to view the checklist.

Select Internal Use Only on the Edit menu in the top-right corner.

”n

oV ke wNeE

Identify if the document was received by checking the “Document on File w/the State
checkbox. If the checklist item has also been reviewed, select the Status and Status
Date.

Select Save Internal Use Only. A confirmation screen displays.

Select <Edit to return to the Checklist screen or select Finish to return to the Checklist
Summary screen.

4.18 Application Packet Notes

The Application Packet Notes screen allows State users to read and add notes regarding an entire
Application Packet. This enables state users to efficiently communicate and log information pertaining

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 62



CT = COLYAR

to an Application Packet. Comments regarding a specific Application Packet item can be entered in the

Internal Comments field in the Internal Use Only section of the respective screen.

4.18.1 Accessing Application Notes

On the blue menu toolbar, select Applications to access the menu screen.

On the menu, select Application Packet.

Select Details next to Application Packet Notes. The Application Packet Notes screen
displays.

Please Note: The Notes feature is only accessible for State users. Contracting Entities do

\\m?m"\,“\’«' not have access to the Notes menu option and will not be able to access any notes that

were entered.

4.18.2 Viewing an Application Note

1.

On the blue menu toolbar, select Applications to access the menu screen.

On the menu, select Application Packet.

Select Details next to Application Packet Notes. The Application Packet Notes screen
displays.

Please Note: Notes can only be modified or deleted by the user that created it. For all

XNQQT“'“\“ other users reading another user’s note, the note will be View Only.

4.18.3 Creating a New Application Note

No vk wNR

On the blue menu toolbar, select Applications to access the menu.

On the menu, select Application Packet.

Select Details next to Application Packet Notes.

Select the Create a New Application Note button.

Enter the Subject.

Enter the Note.

Identify if the Contracting Entity will be able to see the note by checking the “If checked,
Note is visible to Contracting Entity” checkbox.

Select Save to receive a confirmation.

Select <Edit to return to the Application Note screen or select Finish to return to the
Application Notes screen.
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Application Note

Subject: Application Packet Motes Sample

Note: The Application Packet was returned because the license copy was not current.)

If checked, Note is visible to Sponsor

Figure 64: Application Note Screen

4.18.4 Deleting an Application Note

On the blue menu toolbar, select Applications. The Applications menu screen displays.

On the menu, select Application Packet. The Application Packet screen displays.

Select Details beside Application Packet Notes. The Application Packet Notes screen

displays.

Under Date, select the date of the note to delete. The Application Note screen displays.
5. Select Delete on the Edit menu in the top-right corner.

The system transfers the user to the bottom of the screen and a warning message is

displayed.

Select the Delete button at the bottom of the page. A confirmation message displays.

Select Finish to return to the Application Notes screen.

4.19 Application Packet Notes for CE

The Application Packet Notes for CE provides the Contracting Entity the ability to view overall
Application Packet notes created by the State. Comments regarding a specific Application Packet item
are viewable at the top of the screen for each packet item (e.g., State comments specific to the CE
application screen).

4.19.1 Viewing an Application Note

1. On the blue menu toolbar, select Applications.
2. From the menu, select Application Packet.
3. Select View next to the Application Packet Notes for CE.
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," “’Q Please Note: The number next to the Application Packet Notes for CE title represents the
X‘(\\QM. “ number of notes available to view.

4.20 NDL Application Packet Dashboard

The NDL Dashboard is a component of the Application Packet.

Please Note: Access to the NDL Dashboard is provided only to authorized State users for

Xﬂ\\?hﬂ“ﬁi review. If any suspects have not been verified, “Requires Review” will be displayed. The

A Application Packet cannot be Approved if there are unverified NDL suspects.

4.20.1 Accessing the NDL Dashboard

1. Select Applications from the blue menu toolbar. The Applications menu screen displays.
2. Select Application Packet from the menu screen.
3. Click Details next to NDL Application Packet Dashboard.

4.20.2 Analyzing NDL Data

The information on the NDL Dashboard screen is derived from the saved form data of the
Sponsor Applications, Site Applications, Provider Applications, Board of Directors, and SFSP

Management Plan. The system consolidates the same contacts based on their first and last
name.

The following four images are used to visually identify the NDL status:

0 System verified. No match based on the given criteria/data in the NDL data.

._‘\7' B

- G User verified that the suspect is not the one found in the NDL data.

E The system found a match based on the given criteria/data in the NDL data, but it
hasn’t yet been verified.
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m The suspect has been determined to be on the NDL.

Mational Disqualified List Sponsor Dashboard
0501000 Status: Active
List Filter
verified Status: v
A

Action Verified Attachments | Suspect NDL Match

Detail &

Detail O

Detail 0
b 4

Figure 65: NDL Dashboard

Please Note: The list has a filter to control what displays. The default contains all
categories: non-suspects, only pending suspects, verified offender, and verified okay.

For lists containing more than thirty (30) rows, the grid will add paging. This enables the user to
flip through the data in smaller chunks.

Detail o g

Figure 66: Additional Pagination Example
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Action

Verified Attachments | Suspect

NDL Match

Detail

Figure 67: Attachments Example

4.20.3 NDL Suspect Detail

Selecting the Detail link of the NDL Dashboard for a suspected match, displays the following

screen.

Suspect | Suspect Match

Sponsor Application: Sponsor App Claims Preparer

MName: 5
(alias) NONE

303 -
Site Application: Site Contact MONE, NC
MName:

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved.

Verified: Verified OK v
Verified By: Developer on: 2/15/2018 4:48:44 AM

Comments:

This person is OK

< Back m

Modified By: Developer on: 2/15/2018 4:48:44 AM

Attachments
Add Attachment

Action Uploaded Comment

Count: 2

View | Modify 02/15/2018 05:04 AM This is another attachment.
Developer CCG

View | Modify 02/15/2018 04:51 AM This is an attachment for the NDL.
Developer CCG

Figure 68: Suspect Match Detail Screen

The drop-down box selections include:

e Not Verified
e Verified OK

All suspect occurrences are listed along with the matching NDL data. The user sets the NDL
status based on their findings by selecting one of the options in the “Verified” drop-down box.
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e Verified NOT OK

The user can enter comments, as well as add attachments as needed. Attachments would
function as they do in other parts of the system.

4.20.4 Adding an Attachment

1. From the NDL Suspect Match Detail screen, click on the Add Attachment link. A pop-up
Attachment screen displays.
Select Browse to access the applicable file(s).
Add a Comment in the textbox.
Select Save.

Attachment

File To Uplead: Browse...

Comment:

Delete

Figure 69: Attachment Pop-Up Screen

4.20.5 Modifying an Attachment

1. To modify an existing attachment, select Modify in the Actions column next to the
applicable attachment. A pop-up screen displays.

Attachments
Add Attachment Count: 2

Action Uploaded Comment

View | Modify 02/15/2018 05:04 AM This is another attachment.
Developer CCG

View | Modify 02/15/2018 04:51 AM This is an attachment for the NDL.
Developer CCG

Figure 70: Attachment List

2. Make any revisions. Select Save.
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File To Upload:

Comment:

File Name: St

File Size: 1KB

Content Type: text/plain

Uploaded By: Developer CCG

Upload Date: 2/15/2018 5:04:00 AM

This is another attachment.

Crested By: Developer an: 02/15/2018 5:04:00 AM

Figure 71: Attachment Pop-Up Screen

4.20.6 NDL Non-Suspect Detail

Please Note: A file cannot be uploaded more than once.

Selecting the Detail link of the NDL Dashboard for Non-Suspect match displays the following

screen.

National Disqualified List Sponsor Suspect Match Detail

0501000

Suspect

Status: Active

Suspect Match

MName:

Sponsor Application: Summer Food Service Program C...

Mame:
Address:

Sponsor Application: Primary Authorized Representa...

0123 -

Mame:

Site Application: Sponsor Contact for this Site

No matches in the NDL

0123 -

Mame:

Site Application: Site Supervisor

Figure 72: NDL Non-Suspect Match Detail Screen
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4.21 Advance Requests

Contracting Entities use the Advance Requests menu option to submit a request for operational or
administrative payment advances and to view the status of their submitted requests. This screen is
Contracting Entities-specific.

4.21.1 Accessing Advance Requests

1. On the blue menu toolbar, select Applications to access the menu screen.
2. Onthe menu, select Advance Requests. The Advance Request list screen displays.

Advance Advance Advance Qutstanding Date
Action Month Type Amount Balance Status Processed

Oct 2011 n/a

Nov 2011 nfa

Dec 2011 n/a

Jan 2012 n/a

Feb 2012 nfa

Mar 2012 n/a

Apr 2012 nfa

May 2012 n/a

Jun 2012 Operating % 31,835.87 % 0.00 Processed 05/08/2012
e Jun 2012 Administrative $1,164.13 < 0.00 Processed 05/08/2012

Jul 2012 Operating % 16,000.00 £ 0.00 Processed 06/07/2012
= Jul 2012 Administrative $ 1,000.00 % 0.00 Processed 06/07/2012

Aug 2012 Operating $ 14,000.00 $ 0.00 Processed 07/10/2012
e Aug 2012 Administrative £ 0.00 £ 0.00 Approved

Sep 2012 n/a

Totals % 64,000.00 % 0.00

Figure 73: Advance Request List Screen

4.21.2 Adding an Advance Request

On the blue menu bar, select Applications to access the menu screen.

On the menu, select Advance Requests. The Advance Request list screen displays.
Select Add next to the applicable advance month. The Advance Request screen displays.
Select the type of requested advance.

Select Save. A confirmation screen displays.

o he wWwN R

Select <Edit to return to the previous page or select Finish to return to the Advance
Requests list screen.

Please Note: At least one site must have at least eight (8) operating dates in the advance

X ‘T““\‘ month to request an advance.
W\\QQ Vo

A Contracting Entity may request up to three (3) Operating Advances and up to two (2)
Administrative advances for a designated program year.
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4.21.3 Viewing or Modifying an Advance Request

On the blue menu toolbar, select Applications to access the menu screen.

On the menu, select Advance Requests. The Advance Request list screen displays.
Select an advance to view or modify. The Advance Request screen displays.
Update any necessary information.

Select Save. A confirmation screen displays.

o vk wnNeE

Select <Edit or select Finish to return to the Advance Requests list screen.

4.21.4 Deleting an Advance Request

On the blue menu toolbar, select Applications to access the menu screen.

On the menu, select Advance Requests. The Advance Request list screen displays.
Select Modify next to the advance to be deleted. The Advance Request screen displays.
Select Delete on the Edit menu in the top-right corner.

vk wN e

The system transfers the user to the bottom of the screen and a warning message is
displayed.

Select the Delete button at the bottom of the page. A confirmation message displays.
7. Select Finish.

WARNING: Only Advance Requests that have not been submitted can be deleted. Selecting the
_ ! 'ii__ Delete button permanently deletes the Advance Request from the system. It will not be
— recoverable once deleted.

4.22 Advance Requests Manager

The State uses the Advance Request Manager to review and approved advance requests submitted by
Contracting Entities. This menu option is available ONLY to authorized State users.

menu.

X ‘T “\,«, Please Note: This screen can be configured to also be accessible from the Accounting
v

4.22.1 Accessing an Advance Request

1. On the blue menu toolbar, select Applications to access the menu screen.
2. Onthe menu, select Advance Requests Manager. The Advance Requests Manager
screen displays.
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1. On the blue menu toolbar, select Applications to access the menu screen.

On the menu, select Advance Requests Manager. The Advance Requests Manager

screen displays.

3. Enter the search criteria and select the Search button. The screen will display all

advances that meet the entered criteria.

4. Select an advance to view or modify or select the <Back button to return to the

Applications menu.

Advance Status Advance Search
Summary )
Contracting Entity I
Incomplete: 1
Error: ] CE ID:
Pe”fj'”g AR < Advance Month: ALL LI
Denied: 0
Approved: 0 Advance Status: ALL =
Processed: 0
Search

Figure 74: Advance Requests Manager - Search Feature (partial screen)

4.22.3 Reviewing an Advance Request

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved.

On the blue menu toolbar, select Applications to access the menu screen.

On the menu, select Advance Requests Manager. The Advance Requests Manager
screen displays.

Enter the search criteria and select the Search button. The screen will display all
advances that meet the entered criteria.

Select an advance to view or modify.

Review the information.

Identify whether the Contracting Entity is approved to receive an advance in excess of
$40,000.

Enter the advance amount approved by the State.

Enter information in the Internal Use Only section.

Select the Save button. A confirmation screen displays.
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4.23 Annual Audit

The Annual Audit screen provides access to the Sponsor’s Annual Audit form based on the year that is
selected. The State requires that Sponsors fill out an annual audit status form one time per year.

. Please Note: The Year will default to the current year, if the year needs to be changed,
\“\?Dﬂ“ﬁ(v . selecting the Year option on the blue menu toolbar at the top of the page will allow the

user to select a different year, provided that they have the necessary security clearance.

4.23.1 Viewing and Modifying an Annual Audit Status Form

Select Annual Audit to access the menu screen.

Select Modify next to the corresponding School Year.

The Annual Audit form displays. Complete the required information.
Select Save. A Confirmation screen displays.

vk wN e

Select <Edit to return to the previous screen or click Finish to complete the action.

Annual Audits

0101000 Status: Active

Action School Year Received Date Status
Modify 2019 - 2020 Mot Started
View | Admin 2018 - 2019 03/30/2020 Approved
View | admin 2017 - 2018 10/29/2018 Lpproved
View | Admin 2016 - 2017 12/01/2017 Approved
View | admin 2015 - 2016 11/28/2016 Lpproved

< Back

Figure 75: Annual Audits Screen

4.23.2 Enter Internal Use Only Information

From the Applications menu, select Annual Audit.
Select Internal Use Only in the top-right corner.
If prompted, select OK in the dialogue box that appears to continue without saving any
changes.
4. Select Save Internal Use Only to receive a confirmation.
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4.23.3 Deleting an Annual Audit Form

On the Edit menu, select Delete. A warning displays.
Select Delete to receive a confirmation.

i S .

Select Finish to return to the Applications menu.

4.24 Annual Audits Status Summary

From the Application menu, select Annual Audit to access the form.

CT = COLYAR

The Annual Audit Summary Search screen provides a search filter for the Annual Audit Status List screen

in order to simplify the annual audit process for State users. Results can be filtered by year, Sponsor

ID/name, status, exempt status, received date, and vendor number.

The search results from the query criteria entered on the Annual Audit Status Summary screen allow the

user to view the audit information, as well as allows the user to export data to an Excel spreadsheet for

the Audit and Investigation interface. These spreadsheets can later be uploaded in the Annual Audit

Upload feature.

4.24.1 Viewing an Annual Audit Status Summary

Enter all relevant search criteria.

Select Save to save the spreadsheet to the computer.
Select the location to save the file.

No vy ks whRe

Select Save. The summary data displays in Excel.

On the Applications menu select Annual Audit Status Summary.

Select Search. The Annual Audit Summary Search results screen displays.

Select Export to Excel at the bottom of the screen. A “File Save” box appears.

Applications > Annual Audit Status Summary >

Annual Audit Summary Search
Filter List

Schogl Year: 2015 - 2020 ¥
Agreement =:

Sponscr Name:

Status: v
Exempt: ALL ¥
Received Date: From: To:
O L7

Vendor Number:

< Back || Search

Figure 76: Annual Audit Summary Search Screen
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4.25 Download Forms

The Download Forms function allows users to view, download and/or print all forms and documents
made available on the site by the State.

4.25.1 Accessing Download Forms

1. Onthe blue menu toolbar, select Applications to access the menu screen.
2. Onthe menu, select Download Forms. The Download Forms screen displays.

4.25.2 Downloading or Viewing a Form

On the blue menu toolbar, select Applications to access the menu screen.
On the menu, select Download Forms. The Download Forms screen displays a list of all
available forms.

3. Select the Form ID of a form to download. If the form is a document, a gray dialog box
appears.

4. Select Open to view the form or select Save to save the form to the computer.

. Please Note: The software application associated with the form will initiate the opening
ﬂ‘“\‘ of the form. For example, if the form is a Microsoft Word document, Microsoft Word on
\‘(\\?0 bl your desktop will initiate the opening of the form. This is also true with Microsoft Excel or
e Adobe Acrobat forms.

5. Select the <Back button to return to the previous screen.

Download Forms
New
Last Contracting
Form ID Description Modified Entity?
SFSP-000 Application for Participation - Chart 01/15/2013 ¥
SFSP-001 Direct Deposit Authorization (74-176) 08/12/2014 Y
SFSP-002 Application for Texas Identification Number (AP-152) 03/20/2015 Y
SFSP-003 Pre-f&ward Civil Rights Compliance Review 05/25/2011 Y
SFSP-004 FND Permanent Agreement 05/25/2011 Y
SFSP-005 Permanent Agreement Contracting Entity Specific Amendment 06/17/2014 Y
SFSP-006 Commeodity Agresment 02/13/2014 Y
SFSP-007 Certificate of Authority for External Users (FND-101) 01/30/2014 Y
SFSP-008 Sample News Release Open Sites 01/19/2012 Y
SFSP-009 Sample News Release Enrolled Sites and Camps 01/19/2012 Y
SFSP-010 SFSP Invitation for Bid and Contract -Updated 3/8/2016 04/01/2016 Y
SFSP-011 Sample Sponsor-Site Agreement 01/19/2012 Y
SFSP-012 "Method for Collecting Payment and Additional Assurances” Form 01/19/2012 Y
SFSP-013 \szafelllty, Capability and Accountability (VCA) Checklist Updated 1-11- 01/12/2016 ¥

Figure 77: Download Forms Screen (Partial Screen)
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Please Note: The user can choose to view the forms by Group (default) or by Form ID.
This option is important when more than one Group has been defined by the State for a
specific program.

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 76



5.0 Claims

CT = COLYAR

The TX-UNPS Claims component allows Contracting Entities to submit monthly online reimbursement

claim requests to the State, review claim rates, and review historical payment summaries.

5.1 Claims Process

A Contracting Entity submits a reimbursement claim to the State for every month in which one or more

sites participate in the Summer Food Service Program. Contracting Entities may enter information into

the monthly claim form beginning at the first of every month. Contracting Entities have sixty days from

the last day of the claim month/year to submit an original claim.

Please Note: Claims cannot be created for a month if there is no approved Application
Packet in effect for that period. If you cannot access claims for a specific month, be sure

approved and you still cannot enter a claim for a specific month, contact the

‘\“\?&"“\“ your Application Packet has been approved. If your Application Packet has been

Administrator to validate the effective date of the CE application and Site application.

At the time claims are submitted, they are checked by the system to ensure they conform to established

business rules governing reimbursement claim eligibility and approval.

The following table identifies the steps related to submitting and processing a claim:

Performed by

Task

Contracting Entity

Complete the Claim for Reimbursement form(s) for the selected

claim month.

Submit error-free claim to the State for processing.

State

Review and approve claim.
Select claim for inclusion in the payment process.

Send payment information to the appropriate State agency for

payment.
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5.2 Claims Menu

Contracting Entities use the Claims menu to access SFSP claim functions, view current claim rates, or
view payment summaries.

rﬁ Applications | Clsims | Compliance | Reports | Security | Search ;E Programs | Year | Help | LogOut
Claims > Program Year: 2017 - 2018
Item Description
Claim - SF5P Summer Food Service Program Claims
Claim Rates View current claim rates
Payment Summary Summary of payments made to this Contracting Entity

\ Y

Figure 78: Claims Menu Screen

5.3 Claims Dates

Various dates are used in the TX-UNPS claims function. The following table identifies and describes the
dates used:

Date Description

Date Created This date is set to the current system date when the claim is initially created.

This date is set to the current system date when the claim is initially created and

Date Modified . .
each time the claim is saved.

This date is typically set to the date the claim was first submitted to the State. The
date can be changed by an authorized State user via the Internal Use Only section
of the claim form until the claim has been processed for payment. The value of this
field is used to validate the 60-day claim rules.

Date Received

This date is set to the current system date each time the claim is submitted for
payment and contains no errors. If errors are detected during the submit

Date Accepted process, the date is not set. These claims are identified with a status of
“Accepted”. Accepted claims can be modified until they are included in a
payment batch.

This is the date that the claim was added by the State into the batch payment
process (in the Accounting module). Once the claim has been added to a batch
(i.e., “batched”), it cannot be modified. These claims are identified with a status
Date Processed of “Accepted*” until the batch process has completed. When the batch process is
completed, the status of the claim is “Processed”.

If a change is required to a claim that has a status of “Accepted*” or “Processed”,
a revised claim must be entered into the system.
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5.4 Claims

The SFSP claim function is used to enter, modify, and view claims. The system provides the ability to
submit claims at the Contracting Entity or site level. Original and upward adjusted claims cannot be
submitted if the received date is more than 60 days from the last day of the claim month/year. In order
to create a claim in a given month, an approved Application Packet must be in effect for the period.

5.4.1 Accessing a Claim Entry

On the blue menu toolbar, select Claims the menu screen displays.
If necessary, select a Contracting Entity.
From the Claims menu, select the Claim - SFSP. The Claim Year Summary screen displays.

A w NP

Select a Claim Month to submit a claim. The Claim Month Details screen displays.

5.5 Claim Year Summary

The Claim Year Summary summarizes information regarding the claim for each claim month in the
designated year:

e Adj Number: identifies the number of revisions associated with the claim. Each revision must be
re-processed by the state.

e (Claim Status: identifies the current status of the claim.

e Date Received: identifies the date the system initially received the claim submission. The State
has the authority to modify this date.

e Date Processed: identifies the date the claim was included in the payment batch process.

e Earned Amount: identifies the current value of the claim.

Contracting Entity Application are enabled to submit claims.

. 3(' Please Note: Only months that are identified as valid operational months on the
\‘m\guﬁ“\"
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Claim Adj Claim Date Date Earned
Month Number Status Received Processed Amount
Oct 2015 £0.00
Mov 2015 £0.00
Dec 2015 £0.00
Jan 2016 £0.00
Feb 2016 £0.00
Mar 2016 £0.00
Apr 2016 $0.00
May 2016 $0.00
Jun 2016 ] Processed 07/06/2016 07/07/2018 $218,4593.27
Jul 2016 ] Processed 08/03/2016 08/04/2016 $31,597.05
Aug 2015 0 Processed 08/24/2016 09/06/2016 $13,020.01
Sep 2016 %0.00

Year to Date Totals $263,110.33

4

Figure 79: Claims Year Summary Screen

5.6 Claim Month Details

From the Claim Month Details screen, access is available to a specific claim form or a summary of the

submitted claim.

If the claim has been processed, the options are View (to view the completed claim form) or Summary

(to view the calculated payment summary related to the claim).

1‘:} Applications | Claims | Compliance | Reports | Security | Search

;E Programs

Year | Help | Log Out

Claim Month: June 2016

2015 - 2016 SFSP Claim Month Details

Adj Date Date Date Earned
Claim Items Number Received Accepted Processed Amount Status
View | Summary 0 07/06/2016 07/06/2016 07/07/2016 $218,4593.27  Processed
Total Earned $218,4593.27

Figure 80: Claim Month Details
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If the claim has not been processed, the options are View (to view the completed claim form), Modify
(to enter a new claim or modify an existing claim) or Summary (to view the calculated payment
summary related to the claim).

‘ Please Note: Claims can be modified UNTIL they have been added by the State into the
‘\ ﬁ““,(' batch payment process Once a claim has been included in payment batch, the status of
\{“Q“ e the claim is “Accepted*” until the batch process has been completed When the batch
’, process has completed, the status of the claim is “Processed”.

5.7 Claim Site List

All SFSP Contracting Entities perform site-level claiming. The Contracting Entity will first select Add
Original Claim from the Claim Months Detail screen. The Claim Site List screen will display.

Adj Date Date Date Earned
Claim Items Mumber Received Accepted Processed Amount Status

There are no claims for this month.

Total Earned $0.00

< Back Add Original Claim

Figure 81: Claim Site List Screen

The Contracting Entity would use the Claim Site List screen to select the site whose claim to add, view,

or modify.

will have the ability to enter a claim via the Claim for Reimbursement screen.

A\ ‘f‘“‘“‘ Please Note: Only active sites with an approved application packet for the Program Year

Month/Year Adjustment Date Date Date Reason
Claimed Number Received Accepted Processed Code
Aug 2016 1

Internal Use Only

Actions Site # Site Name Errors Status
0002 LEEH 5 Mot Eligible
View | Revise 0003 STERLING H 5 Paid

Figure 82: Claim Site List Summary Screen
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5.7.1 Adding an Original Claim

Claims can be entered for each eligible month in the Program Year. Eligible months are
determined based on an approved Application Packet and the designated application effective
date (identified by the State in the Internal Use Only section of the Contracting Entity and Site

applications).

From the Claims menu, select Claim - SFSP. The Claim Year Summary screen displays.
Select the applicable Claim Month. The Claim Month Details screen displays.

Select Add Original Claim Select Add Original Claim button. For site-level claiming, the
Claim Site List screen displays.

Adj Date Date Date Earned
Claim Items Humber Received Accepted Processed Amount Status

There are no claims for this month.

Total Earned £0.00

< sack | IS

Figure 83: Claim Month Details screen — Add Original Claim

screens that currently have no claims created.

X ‘T “\‘(’ Please Note: The Add Original Claim button will only display on Claim Month Details
o \

4. Under Actions, select Add to the left of the Site Name to add an original claim. The Claim
for Reimbursement screen displays
For each site claim, enter claim information for all enrolled programs.
Select Save. If there are no errors, the data is saved and the user is returned to Claim Site
List screen.

7. Repeat Steps 3-6 for each applicable site.
Once all site claims are completed, select the Continue button on the Claim Site List
screen. The Claim Month Details screen is displayed. Review the data for accuracy.

9. To make a modification or correction to the claim, select the <Back button to return to
the Claim for Reimbursement screen

10. To submit the claim, check the Certification box and select the Submit for Payment
button.
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WARNING: An original claim cannot be submitted by a Contracting Entity if the
I i, received date is more than 60 days since the last day of the claim month/year.

WARNING: If the Contracting Entity has <10 days in their final month of operation, the
_ ! b Contracting Entity may submit a combined claim representing the current month +
_— previous month.

If the Contracting Entity happens to be operating only 1 month that is LESS than 10
days, the State must instruct the Contracting Entity to increase the number of
operating days to 10 or greater. Since the claim is calculated based on the number of
meals and not the number of days, this will not cause a calculation problem and will
allow the Contracting Entity to submit a claim into the system.

5.7.2 Modifying an Un-Processed Claim

Claims can be modified as many times as desired until the claim has been submitted and
processed by the State for payment distribution.

From the Claims menu, select Claim - SFSP. The Claim Year Summary screen displays.
Select a Claim Month. The Claim Month Details screen displays.
Select Modify. The Claim Site List screen displays.

WP

Under Actions, select Modify to the left of the Site. The Site Claim Report screen
displays.

errors.

\ .\f “\,«' Please Note: The Summary link is not active until a claim has been submitted with no
o W

Update claim information.
Select Save. If there are no errors, the data is saved and the user is returned to Claim Site
List screen.
Repeat Steps 4-6 to modify each applicable site claim.
Once all site claims are completed, select the Continue button on the Claim Site List
screen. The SFSP Claim for Reimbursement-Contracting Entity Information screen is
displayed. Review the data for accuracy.

9. Click Continue.

10. To submit the modified claim, check the Certification box and select the Submit for
Payment button.
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. ‘, Please Note: When the Submit for Payment button is selected, the system performs
X\m Dﬂ“\\ additional checks. If the system identifies errors, the errors must be corrected before the
ot user can submit the claim for payment.

I _ WARNING: An original claim cannot be submitted by a Contracting Entity if the
"il received date is more than 60 days from the last day of claim month/year.

5.7.3 Revising a Processed Claim

Claim revision resulting in a downward adjustment may be submitted at any time. Claim revisions
resulting in an upward adjustment may be submitted if the date of submission is within 60 days
of the last day of the original claim month. Revised claims must be re-processed by the State
regardless of their original status.

From the Claims menu, select Claim - SFSP. The Claim Year Summary screen displays.
Select a Claim Month. The Claim Month Details screen displays.

Select Add Revision button.

If the Contracting Entity is performing site-level claiming, the Claim Site List screen

W

displays. Under Actions, select Revise to the left of the Site Name to revise the claim. The
Claim for Reimbursement screen displays
Make any necessary changes to the claim.
Select Save. If there are no errors, the data is saved, and the user is returned to Claim
Site List screen.
Repeat Steps 3-5 for each applicable site.
Once all site claims are completed, select the Continue button on the Claim Site List
screen. The SFSP Claim for Reimbursement—Contracting Entity Information screen is
displayed. Review the data for accuracy. Click Continue.

9. To submit the revised claim, check the Certification box and select the Submit for
Payment button. Claims must be re-processed by the State regardless of their original
status.

_ WARNING: An upward adjusted claim cannot be submitted by a Contracting Entity if
I b the received date is more than 60 days since the last day of claim month/year.
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5.7.4 Viewing a Claim

1. From the Claims menu, select the Claim - SFSP. The Claim Year Summary screen displays.
Select a Claim Month. The Claim Month Details screen displays.
If the Contracting Entity is performing Contracting Entity-level claiming, select View. The
Claim for Reimbursement screen displays.

4. If the Contracting Entity is performing site-level claiming, the Claim Site List screen
displays. Under Actions, select View to the left of the applicable Site Name. The Claim
for Reimbursement screen displays.

5.7.5 Viewing a Claim Summary

The Claim Summary allows you to view a summary of the month’s claim in an easy-to-read or
print format. No modifications can be made from this page. A Claim Summary is not available

until a claim has been submitted with no errors.

From the Claims menu, select Claim - SFSP. The Claim Year Summary screen displays.
Select a Claim Month. The Claim Month Details screen displays.
Select Summary under Claim Items. The Claim for Reimbursement Summary screen

displays.

5.7.6 Deleting a Claim

If the Contracting Entity has entered a claim in error and the claim has not been included in the
batch payment process (i.e., the status of the claim is NOT “Accepted™*” or “Processed”), the

claim can be deleted.

From the Claims menu, select Claim - SFSP. The Claim Year Summary screen displays.
Select a Claim Month. The Claim Month Details screen displays.

Select Modify.

Select Modify to the left of the Site Name. The Claim for Reimbursement screen displays
Select Delete in the Edit menu in the upper-right corner.

o vk wN e

The system transfers the user to the bottom of the screen and a warning message is
displayed.

Select the Delete button at the bottom of the page. A confirmation message displays.
Select Finish.

WARNING: Once the claim has been deleted, it is permanently removed from the application and
cannot be restored. Use caution before deleting a claim.

--—
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5.7.7 Entering Internal Use Only Information for a Site -Level Claim

1. From the Claims menu, select Claim - SFSP. The Claim Year Summary screen displays.
Select the desired Claim Month. The Claim Month Details screen displays.

2. Select Modify in the Claim Items column. The Claim Site List screen displays. Under
Actions, select Modify to the left of the Site Name. The Claim for Reimbursement screen

displays.

I

Select Internal Use Only from the top right of the screen.
Enter information in the Internal Use Only section.
Select Save Internal Use Only. A confirmation screen displays.

the Claim Month Details screen.

5.8 Claim Rates

Select <Edit to return to the Claim for Reimbursement screen or select Finish to return to

The system provides a screen to view claim for reimbursement rates by year. The rates displayed apply

for the rate year defined at the top of the page. Meals are reimbursed based on the designated rate
established by the USDA. Annually, the reimbursement rates are entered by authorized State staff

through the Claim Rate Maintenance screens in the Maintenance and Configuration module.

5.8.1 Accessing Claim Rates

1. From the Claims menu, select Claim Rates. The Claim Rates screen displays.

2. Use the <Back button to return to the Claims menu.

Claims =

Federal Reimbursement Rates

Claim Rates for SFSP
Rate Year: January 1, 2018 to December 31, 2018

Operating Rates

Administrative Rates

Maximum Rate
Per Meal
Breakfast 0.0000
Lunch/Supper 0.0000
Supplements 0.0000

Rural and All Self-
Preparations Sites
Maximum Rate

vWended Urban Sites
Maximum Rate

Per Meal

Per Meal
Breakfast 0.0000
Lunch/Supper 0.0000
Supplements 0.0000

0.0000
0.0000
0.0000

Created By: rspencerll on: 1/15/2016 7:03:46 &AM

Figure 84: Claim Rates for SFSP Screen
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The Payment Summary screen provides a list of all payment batch schedules processed for the

Contracting Entity for the selected Program Year. Each schedule number and process date represents

payments that have been scheduled. Payments from payment batches are grouped by program and

sorted by date.

5.9.1 Accessing a Payment Summary

1. From the Claims menu, select Payment Summary.

2. Use the <Back button to return to the Claims menu.
Schedule Processed Warrant Issue Earned Distribution
Number Date Date Amount Adjustments Amount
16090605 09/06/2016 09/08/2016 % 13,020.01 £ 0.00 £ 13,020.01
16080403 08/04/2016 08/08/2016 % 31,597.05 £ 0.00 % 31,597.05
16070703 07/07/2016 07/11/2016 % 218,493.27 £ 0.00 £ 218,493.27

\ J

Figure 85: Payment Summary List Screen

5.9.2 Viewing a Payment Summary

From the Claims menu, select Payment Summary.

Select a payment record to view. The payment summary information displays for all

payments included in the payment batch.

Select the <Back button to return to the previous screen.

Schedule Schedule Federal Year Warrant Paid
Number Process Date Number Date
16090605 09/06/2016 2015-2016 40517594 09/08/2016
Account Description Month Transaction Description Amount
SFSP Meals
Aug 2016 Original Claim $11,786.86
Aug 2016 Distribution for Claim #341260 $11,786.86
SFSP Admin
Aug 2016 Qriginal Claim $1,233.15
Aug 2016 Distribution for Claim £341260 % 1,233.15
Payment Schedule Summary
Aug 2016 SFSP Meals $11,786.86
Aug 2016 SFSP Admin $1,233.15
Total Payments % 13,020.01

Figure 86: Payment Summary Screen
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6.0 Compliance

The Compliance Administration sub-module provides information regarding how to navigate to and use
the features associated with administering and managing Reviews, as well as Corrective Action
Documents (CADs).

Authorized users will have the ability to:

e Schedule and track reviews.

e Enter and maintain CE contact information related to the review.
e Identify sites to be included in the review.

e |dentify State users participating on team reviews.

e Complete the review forms.

e Manage the requirement for and submission of CADs.

e Enter technical assistance information.

e Enter notes for CE to view.

e Enterinternal notes that are viewable only by State users.

e Manage attachments within the system.

e Track correspondences sent to and received by the CE related to the review.

6.1 Compliance Menu

Using the SFSP module, authorized users have the ability to access the Compliance administration
submodule. From the SFSP Reviews screen, the user can either add a new Review or open an existing
Review to view or modify.

Once a new review has been set up in the system, the user is transferred to the Review Dashboard for a
summary of the review and a launching point to all available review-specific functions.

6.1.1 Accessing the Compliance Menu

1. On the blue menu toolbar, select Compliance.

Coempliance =
Item Description
Statewide Review Dashboard Provides statewide statistics regarding reviews.
Review Tracking Functions for tracking reviews.
Bulk Review Scheduling Functions for scheduling reviews in bulk.
Bulk Review Assignments Functions for bulk assignments to reviews
Historical Reviews Functions for tracking historical SFSP Reviews.
SFSP Review Determination List of Contracting Entities to assist in determining SFSP reviews.
Serious Deficiency Tracking Manage senous deficiencies
L y.

Figure 87: Compliance Menu Screen
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6.2 Statewide Review Dashboard

The Review Dashboard serves as the launching point for all information pertaining to the review
including:

e Managing the administration of the review.

e Updating review contact information.

o |dentifying sites to review.

e Completing forms.

e Managing findings and Corrective Action Documents (CADs).

e Entering Technical Assistance, Notes, and recommendations.
There are four (4) major process steps in completing a SFSP review:

Scheduling a review.

Preparing for and conducting the On-site review.
Completing the Findings/Corrective Action process.
Closing the review.

P wnN PR

SFSP Reviews
Statewide Review Dashboard
2017 - 2018
_Rewews_" Findings | Workload |
Scheduled Reviews 2017 - 2018 Review Status
200
,: On-site
1{]{]—_{2 CAD
ﬂ*"' 0 20 40 60 80 100 120
2018 2019 2020
On-site CAD
2018 2019 2020 B Mot Started 111 111
I Open 111 132 4 Il Fending Review 0 0
Closed 0 1 1] I Completed 0 0
r|

Figure 88: Statewide Review Dashboard
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6.2.1 Accessing the Review Dashboard

If necessary, search for and select a CE.
On the blue menu toolbar, select Compliance.
Select Review Tracking from the Compliance menu to access the list screen.

i S

Select Details link for the applicable review.

m .\“'““{' '_ Please Note: Menu items and links on the Review Dashboard are driven by the Security
' | feature.

Review Progress

Scheduled On-site CaD Closed

Q
®
3
[

L

Review Details

Review Type: Scheduled Lead Reviewer: Moen, Ashley Review ID: 9509
Review Form Set: SFSP - 2016 vl Status: Closed
w
Review Tools
Action Description
View Review Information
View Sponsor Contact Information
Detail Site Dashboard (1)
Detail Review Forms
View Corrective Action Documents (D)
View Commendations (8)
View Technical Assistance (9)
View MNotes to Sponsor (0)
View State Agency Motes (0)
Detail Review Attachments (0)
Detail Correspondence Tracking (0)
v

Figure 89: Review Dashboard Screen (Partial Screen)

&

Hal Ful Tip: When applicable, a number in parenthesis is displayed after a menu item. This
|
F indicates the respective count of the associated items (e.g., a “(1)” next to Site
TIPS Dashboard indicates that one (1) site has been selected for review).
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o

6.2.2 Accessing Graphical Review Data

1. Logon to the system.
2. On the Programs screen, select Summer Food Service Program.
3. On the blue menu toolbar, select Compliance.
4. Select the Statewide Review Dashboard link.
5. Select the tab related to the category of review data to access.
SFSP Reviews
Statewide Review Dashboard
2017 - 2018
\ Findings | Workload
Scheduled Reviews 2017 - 2018 Review Status
40
On-site
20 CAD
0 0 02 04 06 08 1 12
' 2018 2019 2020
On-site CAD
2018 2019 2020 I Mot Started 1 1
Open 1 27 31 I Pending Review 0 1]
Closed 1} 0 0 I Completed 0 1]

Figure 90: Graphical Review Data Screen

6. To view the data for a specific statistic, select the count link. The Review Search displays

with the data results.
7. To export the data into Microsoft Excel for a specific graphic, select Export.
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8. To conduct a search not specific to a graphic, select Search at the bottom of the page.

Statewide Review Dashbeard > Review Search > Program Vear: 2016 - 2017
Review Search
Search Criteria
Contracting Entity: 1D: I:I Name: |AII v|
Review: D: I:I Period: Year: (2016 - 2017 v
Lead Reviewer: |AII v| Review Form Set: |AII v|
Review Status: Open Dclased
On-site Status: ;] - -
| Mot Started Pending Review | Completed
CAD Status: Mot Started [ Pending Review Completed
Findings: With Findings Ml without Findings
Found: 74
Review Lead
ID CE ID Contracting Entity Name Review Form Set Reviewer Status
15154 00033 ELGIN 1SD SESP (for SFA) - 2015 v1 Carter, Open
Earnest
Brady,
13443 00034 SMITHVILLE ISD SFSP (for SFA) - 2015 vi Catherine Open

Figure 91: Statewide Review Dashboard Search Screen

6.3 Scheduling a Review

The SFSP review schedule is three (3) years. The State would schedule a new review via the Review
Information screen. Once a review is closed by the State (i.e., the Review Status on the Review
Information screen is set to “Closed”), the system will automatically schedule the next review in three
(3) years, based on the Review Period of the closed review (e.g., if a 2014-15 review is closed in October
2015, the system will automatically schedule the next review for 2017-18).

6.3.1 Adding (Scheduling) a New Review

If necessary, search for and select a CE.
Select Review Tracking from the Compliance menu.
Select Add New Review link to access the Review Information screen.

A w e

Complete the Review Information screen. The following fields are required to schedule a
review:

o Review Type

o Review Form Set
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Please Note: The State must identify the date when the review process has commenced
in the Scheduled Date field to advance the Review Progress bar (on the Review
Dashboard) to “Scheduled”.

The Scheduled Date is when the Review process is scheduled to commence. This is
usually the date when the State preparation for the On-site process is scheduled to begin.

5. Select Save.

Please Note: If a Reviewer’s name does not appear in the Lead Reviewer drop-down list,
contact the State Administrator. The drop-down list is managed by the State via the
Maintenance and Configuration > Rep & Consultant User Maintenance screen.

Expand

Actions Review Review Review Lead Scheduled Closed Nbr of Status

ID Year Type Reviewer Date Date Sites

948 2018 - 2019 Scheduled Moen, Ashley 1} Open
Details 09 2015 - 2016 Scheduled Moen, Ashley 5/13/2016 6/14/2016 i Closed

-
Add New Review
= Back
N Iy

Figure 92: SFSP Reviews List Screen

ul Tip: Selecting the Expand link provides additional information regarding the review
Hel|‘9 including Entrance Date, Exit Date, and CAD Due Date. Selecting the Collapse link will
Tips return to the default view display.

Please Note: When a new review is saved, the system will automatically assign it a
Review ID. This is a unique identifier for the review that can be used to cross-reference
follow-up reviews with original reviews on the Review Tracking screen.
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6.4 Review Information

The Review Tracking screen contains general administrative information about the review. This screen
is:

e The first screen completed to schedule a review.

e Used by the State throughout the review process to track key dates, etc.

e The last screen completed to close a review.

Some Review Information is pre-populated based on the CE Profile, Application, and/or Site
Applications. Furthermore, there is data entered on this screen that drives the status of the Review
Progress Bar and CE access to the Corrective Action documents.

&

Hglpf"u( | Tip: The Review Information screen has several overall review-tracking fields. These are
completed over the life of the review.

Tips
% Tip: The default Review Status is “Open”. When the Review Status is changed by the
[ State to “Closed”, the system will automatically schedule the next review in three (3)
HGIPFU‘ ' years.
Tips

If the review was created, but the State will not be performing the review after all, the
State can change the Review Status to Re-Scheduled (i.e., the State will schedule the
review in another year), Withdrawn, or “Not Completed”

6.4.1 Viewing or Modifying Review Information

If necessary, search for and select a CE.

Select Review Tracking from the Compliance menu.

Select the Details link for the desired review. The Review Dashboard displays.
Select the View or Modify link next to Review Information.

Enter available data into the screen.

vk wN e
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Select Save.
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o

Review Tracking

Review ID: 909

1.

7.

Review Type:

. Review Form Set:

. Review Year:

Prior Cycle:
Month of Review:

First Review?

Follow-up Required?

Application Information

Scheduled
SFSP - 2016 vl v
2015 - 2016
June 9
Associated Review ID: W

Unannounced? 0

8. Type of Agency: Private Mon Profit Organization
Type of SFSP Organization: Private Monprofit Organization

9. Application Effective Date: 5/1/2016

Reviewers

10. Lead Reviewer: Moen, Ashley

11. Additional Reviewer 1:

12. Additional Reviewer 2: Unassigned

13. Additional Reviewer 3: Unassigned

14. additional Reviewers:

W:@“‘

Figure 93: SFSP Reviews List Screen

6.5 CE Contact Information

Please Note: The CE Access to CAD dates determine when the CE will be able to view or
modify information prior to the Start Date and will not be able to modify information
after the End Date.

The CE Information screen contains general contact information.

6.5.1 Viewing or Modifying CE Contact Information

i S

If necessary, search for and select a CE.

Select Review Tracking from the Compliance menu.

Select Details for the applicable review. The Review Dashboard displays.

Select View or Modify next to CE Contact Information.
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5. Either identify that the Review Contact is the same as an existing CE contact already
identified on the application by checking the respective box or enter the Review Contact
information if not an existing contact.

6. Select Save.

Sponsor Contact Information Review ID: 909

Mote: If the following information is not correct, the SFSP Sponsor Application must be updated and re-submitted.

Summer Food Service Program Contact

Salutation First Name Last Name

Name: Ms.
Email Address: I"_:;]
Phone: i ] Ext: Fax:

Title:

Included in all email and mailing distnbutions?

Claim Contact

Salutation First Name Last Name
Name: Ms. |

Email Address: (£ |
Phone: Ext: Fax:
Title:

Included in all email and mailing distributions?

Review Contact

Summer Food Service Program Contact

Claim Contact

Salutation First Name Last Name

Mame:
Email Address: 3]

Phone: Ext: Fax:

Title:

Figure 94: CE Contact Information Screen
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6.6 Site Dashboard

The State can identify and select which sites to include in the Review using the Site Dashboard. The site
selection process must occur for the system to create the site-specific review forms for each selected

site.
Selected Site Counts
Applications Approved for 2015 - 2016: 2
A Sites Selected: 1
Sites Selected (Announced): 1
i Sites Selected (Un-Annmounced): 0
1
H]
Legend
I Mot Selected 1
Selected 1
w
Selected Sites
AM PM
Selected [ID Name Type Visit Type BRE | SNK | LUN | SNK | SUP
| o 0438 Boys and Girls Club Canon City Open AMNC N N N N N ‘
| < Back || Select Sites |

Figure 95: Site Dashboard Screen

6.6.1 Select Sites for the Review

If necessary, search for and select a CE.

Select Review Tracking from the Compliance menu.

Select Details for the applicable review. The Review Dashboard displays.

Select Detail next to the Site Dashboard option.

Click Select Sites.

Check the checkbox(es) next to the sites to include for this meal type review. Site

o vk wnNeE

selections can be identified as an Announced or Unannounced visit.

Please Note: Select Export to Excel to export the site information displayed on the screen

qub‘f“!“‘ into Microsoft Excel.
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6.7 Review Forms

The Review Forms function is accessed from the Review Dashboard. It contains the State-defined review

forms. These forms are categorized into the following as CE-level forms and Site-level forms. A set of

forms is created based on each site selected on the Site Selection screen. The review forms contain

additional features that are displayed via icons on the form screens. Refer to the following table for a

description of these icons.

Icon

Function

Technical Assistance

Clicking this icon will display the Technical Assistance pop-up. The State can enter technical
assistance provided to the CE related to the specific question and the CE can view the
information. Upon saving, the entered Technical Assistance information is also stored
within the Technical Assistance function accessible from the Review Dashboard.

Note: Technical Assistance can also be entered via the Technical Assistance menu item on
the Review Dashboard. This can be used when the State is providing general Technical
Assistance for an area that is not question-specific.

Error

This icon indicates that a question is in is error. The error process is initiated once a user
selects the Validate button at the bottom of the review form page. The form will remain in
an error status until all required questions have been answered. Hovering over the icon will
display the error message.

State Comment
Clicking this icon will display the State Comment pop-up. A State Reviewer can enter
internal “tickler” comments related to the corresponding question.

Tool Tip

Hovering over the icon will briefly display additional information that may aid in answering
the review question. The user can also click the icon to display the information in a popup.
The State creates and maintains their tooltips via the Maintenance and Configuration >
Compliance Maintenance screen.

Attachment

Clicking this icon will display the Attachments pop-up window. Select this icon beside the
corresponding question to upload a file as an attachment. There is a 15MB size limit to
uploaded files.

Finding
Clicking this icon will display the Findings pop-up where the State can enter a finding. All
findings are displayed in the Corrective Action Documents screens.

Note: Answer responses in red indicate that if that answer is selected, the State should
consider identifying a finding that requires corrective action. This is at the discretion of the
State Reviewer; the system will not automatically generate a finding when a red answer is
selected.
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6.7.1 Accessing the Review Forms (CE-Level)

1. If necessary, search for and select a CE.
2. Select Review Tracking from the Compliance menu.
3. Select the Details link for the applicable review.
4. Select Detail next to the Review Forms option.
Action Form Reviewer Status
|E| Sponsor Level (10)
View 100 - Eligibility Completed
View 200 - Training Completed
View 300 - Monitoring Completed
View 400 - Food Service - Central Kitchen or Self-prep Completed
View 500 - Food Service - Vended Mot Applicable
View 600 - Meal Count Records Completed
View 700 - Financial Management Completed
View 800 - Procurement Completed
View 900 - Civil Rights Completed
View 1000 - Administrative Responsibilities Completed
(=] Sites (1)
Detail BERRY CREEK MIDDLE SCHOOL
< Back

Figure 96: Review Forms Screen

g Please Note: A column next to each form is displayed where you can associate a State
‘. Y«, Reviewer to a specific form and/or to a Site. This drop-down list is managed by the State
Dﬁ“ via the Maintenance and Configuration > Rep & Consultant User Maintenance screen.

. To apply the same Reviewer to all forms, simply select the Reviewer Name at the highest
level (e.g., CE Forms).

6.7.2 Accessing the Review Forms (Site-Level)

If necessary, search for and select a CE.

Select Review Tracking from the Compliance menu.
Select the Details link for the applicable review.
Select Detail next to the Review Forms option.

vk N

Select Detail next to the Site to see the respective Site-level forms. Only sites selected via
the Site Selection screen would be displayed on the Review Forms screen.

|E| Sites (1)
Detail BERRY CREEK MIDDLE SCHOOL

Figure 97: Review Forms Screen
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Action Form Reviewsr Status
[1-1] Administrative Review (3) |
=) | Site Level (3) |
Wiew 100 - Meal Service Observation Completed
Vigw 200 - Food Safety Completed
View | 300 - Civil Raghts Comipleted
<« Back
4

Figure 98: Site-Level Review Forms Screen

6.7.3 Updating the Internal Use Only Section

Each review form has an Internal User Only section that is only viewable to State users. In this

section, the State can:

e Enter internal comments regarding this form (i.e., comments are viewable to only State
users via the Internal Use Only section).
e Enter comments to the CE regarding this form that are viewable to the CE at the top of
the form.
e Manage the form’s status.
Some form statuses are automatically set by the system; other form statuses are manually set by
the State. The following table provides information regarding the form’s Status field in the
Internal Use Only section.

Status Description
Not Started Default status set by the system if the user has accessed the screen and did not enter any
information.
Incomplete Default status set by the system if the user has accessed the screen, had not completed all

required questions, and had not selected for the system to validate the data entered (i.e.,
Validate button was not selected).

Error Default status set by the system if errors exist on the screen (e.g., the user has accessed
the screen, answered some of the required questions, and had selected for the system to
validate the data entered).

Pending Review | Default status set by the system if the user has accessed the screen, all required fields have
been completed, and no errors exist on the screen.

Reviewed Optionally used. Manually set by a State user. Some States may use this status if they have
their Lead Reviewer approve all completed forms. The Reviewer would set the status of the
form to “Reviewed”; the Lead Reviewer would set the status of the form to “Completed”.
Completed Manually set by the State. Signifies that the form has been designated as “completed” (i.e.,
no further action required by the CE or State). Some States may use this if they have a
Reviewer set the status to “Reviewed” and a Lead Reviewer review each form and would
like to set the status to “Completed” to signify that this second-level of review was
performed.

Not Applicable Available for State users to identify forms that are not applicable to a specific review
and/or site. The State user may choose to enter a comment in the Internal Comments field
to designate why this form will not be completed for this review.
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‘ Please Note: The system does not limit the State’s access to the status values. This allows
Xm?“ﬁ““‘ the State to define how they will internally use the Status field on each form, as well as
e

provides the State the ability to change a form status, as the need arises.

6.8 CE-Level Forms

The CE-level forms are review forms to be completed at the CE-level. One set of forms exists for each

review.

6.8.1 Completing the CE Forms

Select Review Tracking from the Compliance menu.
Select the Details link for the applicable review.
Select Detail next to the Review Forms option.
Select Modify for the applicable form.

vk wiN e

Complete all review questions.

Please Note: Answer responses that display in red indicate that the State may want to
cite the CE by entering a Finding. Select the icon to enter a Finding. All Findings that

X .T)V{“\’(' require action are displayed in the Corrective Action Documents screen.

Answer responses in red indicate that if that answer is selected, the State should consider
identifying ha finding that requires corrective action. This is at the discretion of the State
Reviewer; the system will not automatically generate a finding when a red answer is
selected.

6. Select Validate to save the form and check for errors. If the form contains errors (e.g., a
required question was not answered), an error message displays and the form was
saved with an Error status.

8. Select <Edit to return to the form. Questions with errors display with a red indicator,

o , beside the question number. Otherwise, select Finish to save the data entered and
return to the Review Forms screen.

308 ) Are meal counts reported by the site(s) for the day of the review the same as verfied by the
reviewer?

Yes () No

Figure 99: Question with Error

9. Correct any errors and select Validate. Once the form has been saved without errors, the
status changes to “Pending Review”.
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. ,(' Please Note: If a form is not applicable to a specific CE and/or Review, the State can
X‘“?Dﬂ“\’\ choose “Not Applicable” as the form Status so that it displays as such on the Review

Forms screen.

6.8.2 Finalizing the CE-Level Review Forms

completed by a State Reviewer, the steps in this section should be followed.

\m?b‘\ﬁ"“\“ Please Note: If a State chooses to have the Lead Reviewer review and finalize a review

If necessary, search for and select a CE.

Select Review Tracking from the Compliance menu.

Select the Details link for the applicable review.

Select Detail next to the Review Forms option.

Select Modify for the applicable form.

Review all information displayed in the review.

In the Internal Use Only section, select the “Completed” status.
Enter any Internal Comments (viewable by State users only).
Select Validate.

LR N R WDN R

6.9 Site-Level Forms

The Site-level forms are review forms to be completed at the site level. One set of forms exists for each
site selected for review on the Site Selection screen.

6.9.1 Completing the Site-Level On-Site Assessment Forms

If necessary, search for and select a CE.

Select Review Tracking from the Compliance menu.
Select the Details link for the applicable review.
Select Detail next to the Review Forms option.
Select Detail for the applicable site.

Select Modify for the applicable form.

Complete all review questions.

© N Uk WwWwDN e

Select Validate to save the form and check for errors. If the form contains errors (e.g., a
required question was not answered), an error message displays and the form was saved
with an Error status.
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9. Select <Edit to return to the form. Questions with errors display with a red indicator, o
beside the question number.

308 [ Are meal counts reported by the site(s) for the day of the review the same as venfied by the
reviewer?

Yes No

Figure 100: Question with Error

10. Correct any errors and select Validate. Once the form has been saved without errors,
the status changes to “Pending Review”.

6.10 Corrective Action Documents

The system allows authorized State users to enter a CAD due date and apply the due date to all open
and returned (i.e., denied) CADs. This is a time-saver by eliminating the need for the State to enter dates
on each individual CAD as they are developed or to have to open each CAD once a due date is
determined.

6.10.1 Accessing Corrective Action Documents/Findings

Search for and select a CE, if necessary.

Select Review Tracking from the Compliance menu.

Select the Details link for the applicable review.

Select the Modify link next to Corrective Action Documents. The Findings screen displays.
Enter the due date in the Review Findings and Corrective Action Documents textbox.
Select Update. All individual CAD Due Dates will display the new date.

o u kwnN e

6.10.2 Accessing Corrective Action Documents/Findings

If necessary, search for and select a CE.
Select Review Tracking from the Compliance menu.
Select the Details link for the applicable review.

Hw e

Select the View or Modify link next to Corrective Action Documents. The Findings screen

displays.

5. Select the Finding:

o To access a CE-level corrective action, select the View or Modify link next to the
Finding. The Findings screen is displayed with the respective finding.

o To access a Site-level corrective action, select the View or Modify link next to the
Finding. The Findings screen is displayed with the respective Finding and the list
of sites with the Finding.
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o

6. The Findings Details screen displays. Update the Finding Description and Required
Corrective Action as needed.
7. Select Save.

A

HZIPFMl ‘ Tip: The Show/Hide History link displays the Finding History log with all changes made to
TEPS J the Findings Detail screen, logged by date/time and user.

6.11 Corrective Action Documents Status Codes

The system automatically sets statuses based on actions performed by the user. The following table
identifies the various status codes associated with a CAD and under what conditions the status is set.

Status Description
Default status set by the system. Finding has been identified, but no updates to the
finding by the CE or the State has occurred.

Not Started

Updates “Not Started” count on the summary screen.

Automatically set by the system when the Finding, Finding Description, and
Required Corrective Action fields are completed by the State, the Corrective Action
Required field in the Finding Tracking section is set to “Action Required” and the
user selects the Save button.

Pending Action

Updates “Pending Action” count on the summary screen.
Automatically set by the system when the Agency Corrective Action Response field
has been completed by the CE and the user selects the Save button.

Pending Submission

Updates “Pending Submission” count on the summary screen.
CE has submitted their CAD for the State to review. Automatically set by the system
when the user selects the Submit for Acceptance button and there are no errors.

Pending Approval

Updates “Returned” count on the summary screen.
Automatically set by the system when the State has selected the CAD Not Approved

button.
Returned
Updates “Returned” count on the summary screen.
Automatically set by the system when the State has selected the Accept CAD button.
Closed

Updates “Accepted” count on the summary screen.

. Please Note: A Re-Open button is available to State users on closed CADs (i.e., status of
X\m?hﬁ,m\‘ the CAD is Closed). If the State decides to re-open a CAD, the status of the CAD returns to
e Not Started.
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6.11.1 Updating a Finding (State Perspective)

Select Review Tracking from the Compliance menu.
Select the Details link for the applicable review.
Select the Modify link next to Corrective Action Documents. The Findings summary
screen displays.
o To access a CE-level corrective action, select the Modify link next to the finding.
The Findings screen is displayed with the respective finding.
o To access a Site-level corrective action, select the Modify link next to the finding.
The Findings screen is displayed with the respective finding and the list of sites
with the finding.
4. Update the Finding Description, Corrective Action, and/or Special Instructions
textbox(es).
5. Select Save.

6.11.2 Responding to a Finding (CE Perspective)

Select Review Tracking from the Compliance menu.
Select the Details link next to a corresponding review.
Select the Modify link next to Corrective Action Documents. The Findings summary
screen displays.
o To access a CE-level corrective action, select the Modify link next to the finding.
The Findings screen is displayed with the respective finding.
o To access a Site-level corrective action, select the Modify link next to the finding.
The Findings screen is displayed with the respective finding and the list of sites
with the finding.

‘ Please Note: A CE may submit a single corrective action if the same Finding was identified
’\m?mf"“\“l at multiple sites. The number of sites with the Finding is displayed in the Site Findings

table grid on the Findings page, as well as the bottom of the Findings Detail Page.

4. The Findings Details screen displays.

5. Enter the Corrective Action Response in the textbox.

6. If the user would like to add an attachment, select Add an Attachment. The Findings File
Upload Detail screen displays. There is a 15MB size limit to uploaded files.
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7. Select Browse, then navigate to the file to upload.
Enter a description.
9. Add an attachment to supplement your corrective action response, if applicable

Please Note: Multiple attachments may be entered; however, the Add an Attachment link

‘ must be selected for each individual attachment.
W
i\

Selecting Modify and then Browse for an existing attachment will overwrite the previous
file with the new file.

10. Select Save.
11. Select Submit for Acceptance.

users do not have Modify access to this field.

X ‘_"““’(' Please Note: The Agency Correction Action Response field is available to CEs only. State

6.11.3 Reviewing a CAD (State Perspective)

Select Review Tracking from the Compliance menu.
Select the Details link for the applicable review to access the Review Dashboard.
Select the View or Modify link next to Corrective Action Documents. The Findings screen
displays.
4. Select the Finding:

o To access a CE-level corrective action, select the Modify link next to the desired
Finding with a status of “Pending Approval”. The Findings screen is displayed
with the respective finding.

o To access a Site-level corrective action, select the Site link. The Site Findings
screen is displayed. Select the View or Modify link next to the applicable Finding
with a status of “Pending Approval”. The Findings screen is displayed with the
respective finding and the list of sites with the finding.

Review the information submitted by the CE.
To view attachments, select View for each attachment listed under Document
Attachments. The computer will prompt the user to Open or Save the file.

7. Enter the Reviewer Response to CAD in the textbox.
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8. If the CAD is ready to be approved, select the Accept CAD button. This will change the
status of the CAD to “Closed”. If any changes need to be made after the CAD is closed, a
State user must reopen the CAD.

9. If the CAD is not ready to be approved, select the CAD Not Approved button. This will
change the status of CAD to Denied. The CE must then correct and re-submit the CAD for
approval.

6.11.4 Deleting a Finding

Select Review Tracking from the Compliance menu.
Select the Details link for the applicable review. The Review Dashboard displays.
Select the View or Modify link next to Corrective Action Documents. The Findings screen
displays.
4. Select the Finding:

o To access a CE-level corrective action, select the Modify link next to the
applicable Finding with a status of “Pending Approval”. The Findings screen is
displayed with the respective finding.

o To access a Site-level corrective action, select the Site link. The Site Findings
screen is displayed. Select the View or Modify link next to the applicable Finding
with a status of “Pending Approval”. The Findings screen is displayed with the
respective finding and the list of sites with the finding.

5. Select Delete in the top-right corner.
6. Select the Delete button to confirm.

6.12 Commendations

The Commendations feature provides the ability for the State to enter commendations for the CE
and/or the sites being reviewed.

6.12.1 Adding a Commendation

Select Review Tracking from the Compliance menu.

Select the Details link for the applicable review. The Review Dashboard displays.
Select Modify link next to Commendations.

Select the Add New Commendation at the CE- or site-level.

Enter the Commendation description.

Select Save.

ouhswNE
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6.12.2 Viewing or Modifying a Commendation

Select Review Tracking from the Compliance menu.

Select the Details link for the applicable review. The Review Dashboard displays.
Select View or Modify link next to Commendations.

Select View or Modify next to the Commendation to review or modify.

Make any necessary changes (as applicable).

o vk wnNeE

Select Save.

Sponsor Level Commendations

Action Description
Staff training conducted prior to the SFSP program was very thorough and included a sponsor-specific

View Power Point outlining administrative requirements, OVS, and other SFSP guidelines personalized to

- . does a great job partnering with local groups for community outreach. Banners, signs,
View posters, door to door flyers, newspaper articles, and press releases were provided to the community
promoting the SFSP.
All of the menus reviewed met the SFSP meal pattern requirements and provided healthy choices for

View children, including a variety of fresh fruits and vegetables and several whele grain-rich items,
Many CDE OSN templates were used by the sponsor to streamline processes and ensure all

View requirements were met. The meal count form was tailored to fit specific needs which
provided more accurate documentation.

View Review documentation was readily available, complete, and organized. was easy to work

with, available for questions, and open to feedback and suggestions.

Site Level Commendations

Action Description
View The kitchen was clean and organized, and proper food safety procedures were in place.
All staff members were professional, worked well as a team, and were constantly looking for ways to

fen improve the program. It was clear that they enjoyed being there!
The volunteers were excited about the program and extremely attentive to the children! They
Vien provided a variety of engaging activities for the children, which encouraged them to remain at the site
e to eat their meals. Activities were appropriate for the various age groups attending and included
karacke, costumes, chalk, bubbles, games, music, etc.
View The spaghetti meal was delicious, appetizing in appearance, and served at the appropriate
’ temperatures.
View The staff had a great relationship with the volunteers and children, and provided appropriate and
’ constructive feedback as necessary.
View Offer versus serve was being properly implemented by staff and volunteers.

Figure 101: Commendations Screen

6.12.3 Deleting a Commendation

Select Review Tracking from the Compliance menu.

Select the Details link for the applicable review. The Review Dashboard displays.
Select View or Modify for Commendations.

Select View or Modify next to the applicable Commendation.

Select Delete in the top-right corner.

o vk wnNeE

Select the Delete button to confirm.
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6.13 Technical Assistance

The Technical Assistance (TA) function enables the State to enter and track technical assistance provided

to CEs or sites. This menu option is an alternative method for documenting technical assistance via the

Off-site or On-site forms ' icon. Technical Assistance can be provided at a CE-level or site-level.

Please Note: Technical Assistance logged at a question-level via the review forms is also

\‘ Dﬁm\t displayed on the Technical Assistance list screen. When requesting that a CE reviews
‘N\‘Q i Technical Assistance, the State can direct the CE to this screen to see all assistance

provided throughout the review process.

6.13.1 Adding Technical Assistance

Select Review Tracking from the Compliance menu.
Select the Details link for the applicable review. The Review Dashboard displays.
Select the Modify link for Technical Assistance. The Technical Assistance list page
displays.

4. Select Add CE Technical Assistance or Add Site Technical Assistance link. The Technical
Assistance pop-up displays.

5. Enter the Technical Assistance details.

6. Select Save.

Techmical Assstante
Foiim 200 - Sagibllity
Lol e ML

i the= CE classify the sites oomecHy

Tunte W Rl | ingesbgoed Wt

Mstha il Metharl {ithesr ;

St

Tl - up Mgl ¥

Audd Stsndard Cormment:

Caoamimari:

Bl concel

Figure 102: Technical Assistance (Details) Screen
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6.13.2 Viewing or Modifying Technical Assistance

1. Select Review Tracking from the Compliance menu.
2. Select the Details link for the applicable review. The Review Dashboard displays.
3. Select the View or Modify link for Technical Assistance to access the list page.

Sponsor Technical Assistance
Action Form Question Date Commenis
View 700 - Financial 710 - If non-program adults are 06/21/2016 710 - SF5SP funds cannot be used to
Management served but not charged, is the cost of cover the cost of non-program adult
their meals excluded from program meals. Pe
costs?
View 600 - Meal Count 600 - Are meal count records 06/21/2016 600 - Discussed how to complete the
Records complete and accurate? daily meal count form. Make sure all
inferma
View 200 - Training 200 - Is documentation available to  06/21/2016 200 - All program staff must be
show that all program staff was trained prior to program operation,
trained prior to assuming SFSP Recommend pr
duties?

Site Technical Assistance: (EVANS INTERNATIONAL ELEMENTARY SCHOOL)

Action Form Question Date Commenis
View 100 - Meal Service 114 - Record the number of first 06/21/2016 114 - The ADP is much lower than
Observation meals of the same meal type served the approved site ADP. The budget
for 5 serving days and calculate the currently ref...

average number of first meals served
for days recorded:

View 100 - Meal Service 100 - Meal Observed: 06/23/2016 Recommend considering a lunch
Observation service next yvear to reach more
students in the sc...

Figure 103: Technical Assistance List Screen

4. Select View or Modify next to the applicable Technical Assistance.
5. Make any necessary modifications.
6. Select Save.

6.13.3 Deleting Technical Assistance

Search for and select a CE, if necessary.

Select Review Tracking from the Compliance menu.

Select the Details link for the applicable review. The Review Dashboard displays.

Select View or Modify for Technical Assistance. The Technical Assistance pop-up displays.

vk wnN e

Select the red X icon in the top right of the pop-up. A delete confirmation message is
displayed
6. Select Delete.
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6.14 Notes to Contracting Entity

The Notes to Contracting Entity screen provides the ability for the State to enter notes that can
be viewed by the CE. These are usually comments or instructions that apply to the review in its

entirety.
6.14.1 Viewing Notes to Contracting Entity

From the Review Dashboard, select View next to Notes to Contracting Entity.
Select the View link next to the Notes to Contracting Entity.

Select View next to the corresponding Note. The Detail screen displays.
Make any necessary modifications.

ik N e

Select Save.

6.15 State Agency Notes

The State Notes screen(s) provide the ability for the State to enter internal only notes that are not
viewable by the CE. These are usually comments or instructions that apply to the review in its entirety,
as opposed to a specific form (which would be entered in the Comments to CE field on the Internal Use
Only section of each Off-site Assessment form).

6.15.1 Adding a Note

Select Review Tracking from the Compliance menu.

Select the Details link for the applicable review. The Review Dashboard displays.
Select the Modify link for State Notes.

Select Add Note.

Enter the Subject in the textbox.

Enter the Note text in the textbox.

No s~ wNPe

Select Save.

Mot

B o
Figure 104: State Notes Screen

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 111



6.15.2 Viewing or Modifying Notes to CE

CT = COLYAR

1. Select Review Tracking from the Compliance menu.

2. Select the Details link for the applicable review. The Review Dashboard displays.

3. Select the View or Modify link next to Notes to CE to access the list screen.

4. Select the date link for the note to view or modify. The Notes to CE Detail screen
displays.

5. Make any applicable changes.

6. Select Save.

6.16 Review Attachments

The Review Attachments function enables the CE and State users to upload documents and files into the
system for centralized storage. These are usually attachments that apply to the review in its entirety, as
opposed to a specific question (which would be performed via the paperclip icon on the assessment

form).

6.16.1 Uploading an Attachment

Search for and select a CE, if necessary.
Select Review Tracking from the Compliance menu.

P w N e

Select the Details link for the applicable review. The Review Dashboard displays.
Select Detail for Review Attachments to access the list screen displays.

AL as Bisiss il
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Figure 105: Attachment List Screen

Select Browse, then navigate to the file on the computer to upload.
Enter a description, if applicable.
Click Save.

© N o w

6.16.2 Viewing or Modifying Attachment Details

1. Search for and select a CE, if necessary.
2. Select Review Tracking from the Compliance menu.
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o

Select the Details link for the applicable review. The Review Dashboard displays.
Select Detail for Review Attachments. The Attachment List screen displays.
Select View or Modify for the applicable attachment.

Modify the description, if applicable.

Click Save.

No v ks~ w
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Figure 106: Attachment Detail Screen

6.16.3 Viewing an Attachment

1. Select Review Tracking from the Compliance menu.
2. Select the Details link for the applicable review. The Review Dashboard displays.
3. Select Detail for Review Attachments.

Attachments

Action File Name Description Date User |

Wiew | Maodity | 104 MealCountsverfied wlsx | verifled Meal Count Log Devalapar (UG
latal Attachmeants: |

Figure 107: Attachment List Screen

4. Select the File Name link.
5. Open or save the file to the computer.

6.16.4 Deleting an Attachment

Select Review Tracking from the Compliance menu.

Select the Details link for the applicable review. The Review Dashboard displays.
Select Detail for Review Attachments.

Select View or Modify for the applicable attachment.

Select Delete in the top-right corner.

oV ke wN e

Confirm by selecting the Delete button.
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6.17 Time Tracking

The Time Tracking function enables the State to enter and track time spent on various activities
associated with a review. This is an optional feature procured by some States. Prior to utilizing the Time
Tracking function, the State must define the activities they would like to track time against via the
Compliance Maintenance module located within the Maintenance & Configuration > Maintenance
module. Defined Activity Types apply to all administrative review.

Review Tracking > Dashboard > Time Tracking > Program Year: 2016 - 2017

SFSP Review
Time Tracking

Review ID: 31378

Time Tracking

Action Activity Reviewer Total Hours Date Comments

No data to display.

Log Time

Figure 108: Time Tracking Screen

6.17.1 Logging Time

From the Compliance menu, select Review Tracking.

Select the Details link for the desired review to access the Dashboard.
Select Detail for Time Tracking the list screen will display.

Select Log Time link, a pop-up will display.

Enter the time details.

o vk wNPRE

Select Save.

Maintenance screen.

X ?&‘“\’«' Please Note: The Activity drop-down list is controlled by the State via the Compliance
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Log Time
Activitys
Activity Required

Start Date Required

Hours: Ijl Minutes: 00 W
Comments:
Cancel
b

Figure 109: Log Time Pop-Up Screen

6.17.2 Viewing or Modifying Time

From the Compliance menu, select Review Tracking.

Select the Details link for the desired review to access the Dashboard.
Select Detail for Time Tracking, the list screen displays.

Select View or Modify, the Time Tracking pop-up screen displays.
Make revisions.

o vk wNPRE

Select Save.

6.17.3 Deleting Logged Time

Search for and select a CE.

From the Compliance menu, select Review Tracking.

Select the Details link for a review to access the Dashboard.

Select Detail for Time Tracking, the list screen displays.

Select Modify for activity to delete to display the Log Time pop-up.

Select the red X icon in the top right of the pop-up. A delete confirmation message is

o whk wN e

displayed.
7. Select Delete.

Please Note: To remove an activity from the Log Time Activity drop-down, enter an End

A\m?“ﬁ““‘ Date as to when the activity should no longer be available for selection by the user.
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6.18 Correspondence Tracking

The Correspondence Tracking function enables the State to log correspondence sent to or received by
the CE. These are usually letters and notifications send to the primary authorized representative for the
CE regarding the Review. This is an optional feature procured by some States. Prior to utilizing the
Correspondence Tracking function, the State must define the activities they would like to track time
against via the Compliance Review maintenance module located within the Maintenance &
Configuration > Maintenance Defined areas and types of correspondences apply to all administrative
review.

6.18.1 Logging Sent or Received Correspondence

Search for and select a CE if necessary.
Select Review Tracking from the Compliance menu.
Select the Details link for the applicable review. The Review Dashboard displays.

P w e

Select Detail for Correspondence Tracking. The Correspondence Tracking list screen
displays.

bl

Select Add Correspondence link. The Tracking Correspondence pop-up displays.
Enter correspondence details.
7. Select Save.

¥
Tracking Corres pondence ID: 4

i

|'<-. aw Cloiure W
Twps | aiiire Latter V| i)

Action: x,.-| it P w Date

{‘u

[Famt
B @ | Gograsd By
Hacipank |

Cammanis

Cloture Latter smajied, o ladging

Figure 110: Attachment List Screen

Please Note: The Area and Type drop-down lists are controlled by the State via the

\anﬂ“\’& Compliance Review maintenance screen.

Please Note: The State can associate two (2) correspondences by using the Related field.

X“\?“ﬂ““‘ The Related field lists all correspondences logged for this review.
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6.18.2 Viewing or Modifying a Correspondence Entry

1. Search for and select a CE, if necessary.
2. Select Review Tracking from the Compliance menu.
3. Select the Details link for the applicable review. The Review Dashboard displays.
4. Select Detail for Correspondence Tracking. The Correspondence Tracking list screen
displays.
Correspondences
Actien | Iﬂ-| Arad Tyas At Dunta lﬂ!:l:.
i | Rewiew Clessre Clcssre Likhe Se: il

5.
6.
7.

Figure 111: Correspondence Tracking List Screen

Select View or Modify. The Correspondence Tracking pop-up screen displays.
Make any necessary modifications.
Select Save.

Please Note: After a correspondence has been logged, the user can add an attachment to
the entry. To add an attachment to the correspondence entry (e.g., to attach the

\x“ uﬁ“\'\‘(’ Introductory Letter), click the paperclip icon. The system will display a pop-up box

whereby the user would select Add Attachment and upload the respective file. There is a
15 MB size limit to uploaded files.

6.18.3 Deleting a Correspondence

P wNe

Search for and select a CE, if necessary.

Select Review Tracking from the Compliance menu.

Select the Details link for the applicable review. The Review Dashboard displays.
Select Detail for Correspondence Tracking. The Correspondence Tracking list screen
displays. Select View or Modify for the correspondence entry to view or modify. The
Correspondence Tracking pop-up screen displays.

Select the red X icon in the top right of the pop-up. A delete confirmation message is
displayed

Select Delete.

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 117



7.0 Reports

Standard Reports for the Summer Food Service Program are available to users through the TX-UNPS

Reports component.

7.1 Reporting

CT = COLYAR

The Reports component of the SFSP module enables users to run, view, and print reports containing

data maintained within TX-UNPS. The Report List contains all reports available within the SFSP module.

Once a user selects a particular report, TX-UNPS may prompt the user for additional parameters

information.

Access to the Reports menu is provided only to authorized State users to help review and manage

statewide data. The Reports menu displays only reports to which the user has access.

7.1.1 Generating a Report

1.

On the blue menu toolbar, select Reports. Select Reports under the Item column. The
Reports menu screen displays.

Select a report to generate. The respective report’s parameters screen will display.

Identify the reports parameters.

Select Create Report. The report is generated and displays in a new browser window.

Summer Food Service Program Reports

Apply Filter

Reports >
Report Filters
Report Group:
ALL

Report List

USDA Reports

Item

Description

FNS-418

USDA FNS418 Report

Contracting Entity Reports

Contracting Entity Contact Information
Denied Food Production Fadilities

Health Inspection Report
SFSP Sites and Eligibility

SFSP/SS0 Duplicate Sites

Site Information Summary Report

Site List

Site List by County Report

Item Description
Contracting Entities Not Participating This Thls_repurt lists all SFSP Contracting Entities tha_t partlclpa_tEd in the .
I previous fiscal year, but are not participating this federal fiscal year. This

report is automatically generated into 8 M5 Excel file.

This report is used to display contact information for selected Contracting
Entity types. This report is automatically generated into a M3 Excel file.
This report lists all SFSP food production facilities denied for the selected
program year and Contracting Entity.

This report provides health inspections data for all Contracting Entities, This
report is automatically generated into a MS Excel file.

This report provides a list of SFSP sites and eligibility information.

This report lists SFSP and 550 sites that appear to be a duplicate based on
having the same street address for the same program year.

This report displays summary Site information for a selected Contracting
Entity {or all Contracting Entities).

This report provides a list of SFSP Sites with applications in the specified
program year, as well as an indicator as to which sites have had an
approved application.

This report provides a list of Sites by county and respective Site-specific
summary data. This report is automatically generated into a M3 Excel file.

Figure 112: Summer Food Service Program Reports (Partial)
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7.1.2 Reporting Parameters

Most reports require one or more parameters to be entered in order to customize the report to
the user’s specific needs. Report parameters are useful to also limit data contained in the report
or control how the information is sorted or grouped. Below is an example of a report
parameters screen.

Reports > Claim Error Report >

Claim Error Report Parameters

Program Year: 2017 - 2018

Month: ALL
[ALL v
Sort By: ® Name () Program Year/Month

[ 1nclude Warnings

Create Report

Figure 113: Example of Report Parameters— Contracting Entity Contact Information Report

7.2 Reporting Functions

Most SFSP reports automatically open in a new window using Microsoft Excel so that the user can

manipulate and format the data as needed without assistance from a technical person. If a report is not

generated automatically in Microsoft Excel (i.e., the report is s Microsoft Report Services reports) a

window opens that allows the user to:

View the report, page-by-page.

Change the zoom percentage of the displayed report.
Search the report using the “Find/Next” feature.
Select to export the report data (see next section).

Select to print the report or specific pages.

7.2.1 Exporting a Report

If the report does not default to a Microsoft Excel format, the user can export the report in a
variety of formats including: XML, .CSV, .PDF, and Microsoft Excel.

1. Inthe top menu bar of the generated report, select a format in the Select a format box.
The Export link becomes active.
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2. Select Export.
3. The system will open a new window and display a pop-up confirmation asking to open
or save the file.

x

Do you want to open or save this file?

IIZ{- MName: Food_Service_Management_Contract_List.pdf
< nate Type: Adobe Acrobat Document

From: test.bxunpsl.texasagriculture.gov

Open Save Cancel

your computer. If you do nottrustthe source, do not open or save this file.

M While files from the Internet can be useful, some files can potentially harm
9
What's the risk?

Figure 114: Microsoft’s File Download Pop-up Window

4. Select either the Open or Save option.
5. The desktop software will manage the opening or saving of the file.
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8.0 Security

System-authenticated users (i.e., users that are logged on) may change their password through the
Change Password feature.

8.1 Security Menu

The Security menu option within the Summer Food Service Program module is the access point to the

Change Password and User Manager functions.

8.1.1 Accessing the Security Menu

1. Select Security on the blue menu bar at the top of the page.
2. Select a security item to access that security function.

8.1.2 Accessing Change Password

On the blue menu toolbar, select Security.

On the Security menu, select Change Password. The Change Password screen displays.
Enter your New Password.

Re-Enter the New Password.

Select Save. A confirmation message displays.

o vk wnNeE

Select <Edit to return to the Change Password screen or select Finish to return to the

Security menu.

Change Password

Please enter your new password, then re-enter your new password to verify it, Select Save to continue.

Mew Password: | |

Re-Enter New Password: | |

Figure 115: Change Password Screen

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 122



CT5 COLYAR

8.2 User Manager

The User Manager allows you to set up and maintain various components of a user’s security access.
This feature enables authorized administrators to add new users, maintain User’s Profiles, change
passwords, and set assigned groups, security rights and associated Institutions.

8.2.1 Searching for a User

Before proceeding in the User Manager, the user must be searched for and selected. If you have
already selected a user or are elsewhere in the application, return to the User Manager screen.
1. Onthe User Manager screen, select the type of search on the Search By drop-down list
(Last Name or Username) and select Search or click All to display a list of all users. A list
of users matching the search criteria displays.

Security | Reports

;E Progmms | Help | Log Out

User List =

User Manager
Search for User

Search By: [Last Name v | | | Search

Click to list all Users = ALL

Figure 116: User Manager Search Screen

. “‘ Please Note: State Employees are listed in Bold. Security Administrators are indicated by
X\m?“ﬂ“ “Yes” in the Administrator column. Not all State Employees are Security Administrators.
B

2. Select a user to access. The User Options menu displays.

User Manager
Search for User
Search By: Last Name v ‘ | Search
Click to list all Users = ALL
Users Found: 6
Last Name First Name User ID Email Address CE ID Administrator UAM Status
* Active
00033 Active
00033 Active
00033 Active
* Active
* Active
Add New User

Figure 117: User Manager Search Results Screen
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8.2.2 Adding a New User

If a user has already been selected or is elsewhere in the application, return to the User
Manager screen.

1. From the User Manager screen, select the Add New User button. The User’s Profile
screen displays.

2. Enter the new user’s information in the User Information section. The First Name, Last
Name, and Title are required.

3. Enter the new user's login name and temporary password. Enter the temporary
password again for confirmation. This information is required. The system will prompt
the user to change the temporary password upon initial login.

4. Use the buttons to select if the user is a: a) state employee, b) security administrator,
and c) granted access to associated Organizations.

User List >

VIEW | MODIFY

User Profile

User Information

First Name:

|
Middle Initial: I:I

|

|

|

|

Last Name:

Title:

Email Address:

Phone Number:

Login Information

User Name: |Deve|oper

Password: |nnnnu.. ‘

Confirm Password: | ‘

Require password change next login:

Security Base

User is a State Employee:

User is an Administrator:

Access to only Associated Sponsor(s):

Processors

User is @ Processor: O Yes @ MNo
Associated Processor:

Warehouses

User is a Warehouse User: O Yes ® MNo
Associated Warehouse:

Status

User Status:

Notes:

| Cancel |

Figure 119: User Profile Screen
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‘ Please Note: If the “Access to only Associated Organizations” button is marked “Yes”, the
Xm?hﬂ““ user will only be able to view information for the Institution(s) to whom they are

associated.

5. Use the drop-down menu to select the user’s status. The default is “Active”.
Select Save.

7. Select <Edit to return to the User’s Profile screen or select Finish to return to the User
Options menu.

assigned to a security group. Until the user is linked to a security group, security rights

X f" “’(' Please Note: After creating a new user, it is recommended that a user is immediately
Q will not be available to access any system functions.

The User’s Profile enables authorized administrators to view and modify a user's basic
information, login, security base, and status. In addition to name, contact, and login
information, the user's profile specifies whether the user is a:

a) State employee,

b) Security administrator

c) Granted access to associated Institutions. These specifications affect which program
functions the user may access.

Furthermore, users specified as Active have access to all normal functions, while Inactive and
Locked users are not permitted to login or access the system.

ﬁ““ Please Note: Passwords cannot be changed within the user’s profile. This function is
X‘(\\Q“ R accessed through the User Manager.

8.2.3 User Options

1. After choosing a user, select User Manager.

Copyright © 2020 by Colyar Technology Solutions, LLC. All rights reserved. Page 125



CT = COLYAR

o

User List =
User Options
User Name: Name:
Item Description
User's Profile Specific information for the User.
User's Assigned Group(s) Security Groups assigned to the User.
User's Secunty Rights Security settings for the User,
Reset User's Password Reset the User's password.
Impersonate User Assume the login ID and secunty rights of user

Figure 120: User Options Menu Screen

the user can access all Agencies (i.e., a State user) or if the user is an Agency user.

X“\Qh‘f""\“‘ Please Note: The menu options displayed on the User Options menu depends on whether

8.2.4 Accessing a User’s Profile

Select User Manager. The Search for User screen displays.

On the Search By drop-down list, select the type of search and then select Search or

select All to display a list of all users. A list of users matching the search criteria displays.
3. Select a user to access. The User Options menu displays.

Select User’s Profile. The User’s Profile screen displays.

8.2.5 Deleting a User’s Profile

1. Access a User’s Profile to delete through the User Manager.
2. Onthe Edit menu, select Delete. A warning displays at the bottom of the page.
3. Select Delete. A confirmation screen displays.
4. Select Save to return to the User Options menu.
"~_‘_ WARNING: It is HIGHLY recommended that User Profiles are NOT deleted since
! E‘ data updates have most likely meet “stamped” with the user information. Instead,
_— set the User Profile Status to Inactive.
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o

8.3 User’s Assigned Group(s)

The User’s Assigned Group(s) feature streamlines security setting controls by enabling you to assign
users to numerous pre-defined security groups. Users assigned to a specific security group automatically

inherit the security rights defined for the group, eliminating the need to manually set each user's
security access.

Any changes to a group’s security rights settings will affect any users associated with the security group.
In order for existing users to experience security rights setting changes, the user must re-login to the
system. Users cannot modify their own assigned groups.

Please Note: Once a user is assigned to a group, the User inherits the rights defined for

X‘“Qu'ﬁ,““’(’ the security at the point in time the association is made. To customize a user’s rights, see

User’s Security Rights.

8.3.1 Accessing a User Assigned Group(s)

Select User Manager. The Search for User screen displays.

On the Search By drop-down list, select the type of search and then select Search or

select All to display a list of all users. A list of users matching the search criteria displays.
3. Select a user to access. The User Options menu displays.

Select User’s Assigned Group(s). The User’s Assigned Group(s) screen displays.

User List = User Manager >

VIEW | MODIFY

User's Assigned Group(s)

User Name: Name:
Available Group Assigned Group
SFsP State Administrator
CACFP
CACFP (Sponsor) Add =
SFSP (Sponsar)

SFSP Apps (State Agency)
CACFP Apps (State Agency) < Remove

Security Administrator

[sove [T

Figure 121: User Assigned Group(s)
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8.3.2 Assigning a User to a Defined Security Group(s)

Select User Manager. The Search for User screen displays.

NoE

On the Search By drop-down list, select the type of search and then select Search or
select All to display a list of all users. A list of users matching the search criteria displays.
Select a user to access. The User Options menu displays.

Select User’s Assigned Group(s). The User’s Assigned Group(s) screen displays.

Select the group you want to add the user to from the Available Group list.

Select Add>. A message box appears and reads “Select ‘Save’ to Apply the Changes”
Select OK on the Message box.

Select Save.

W e N REWw

Select <Edit to return to the previous screen or select Finish to return to the User
Options menu.

8.3.3 Removing a User from Assigned Group(s)

On the blue menu toolbar, select Security.
Select User Manager. The Search for User screen displays.

w N

On the Search By drop-down list, select the type of search and then select Search or
select All to display a list of all users. A list of users matching the search criteria displays.
Select a user to access. The User Options menu displays.

Select User’s Assigned Group(s). The User’s Assigned Group(s) screen displays.

Select the group to remove the user from on the Assigned Group list.

Select <Remove. A message box appears and reads “Select ‘Save’ to Apply the Changes”
Select OK on the Message box.

L X Nk

Select Save.
10. Select <Edit to return to the User’s Assigned Group(s) screen or select Finish to return to
the User Options menu.

8.4 User’s Security Rights

When a user is assigned to a security group, the group’s default security settings will apply and display in
the User's Security Rights. No more rights may be given to the user than are given to the group.
However, State Administrators may deny a user's specific rights.

The User Security Rights feature enables State Administrators to customize security rights automatically
assigned to an individual user based upon the security group(s) to which they are associated. Security
rights determine the functions and actions within the system's programs and modules the user is
granted access.
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8.4.1 Viewing or Modifying User Security Rights

1. Onthe blue menu toolbar, select Security.

Select User Manager. The Search for User screen displays.

3. Onthe Search By drop-down list, select the type of search and then select Search or
select All to display a list of all users. A list of users matching the search criteria displays.
Select a user. The User Options menu displays.

5. Click the User’s Security Rights link.
Select the applicable Program by clicking on the blue Program Name link. The Security
Links screen displays.

7. Click the applicable radio buttons to allow or deny specific security rights.
Select Save.

9. Select <Edit to return to the User Security Rights screen or select Finish to return to the

User Options menu.

Please Note: The security rights available to a user depend on the User’s Assigned
Group(s). Only the security rights assigned to the User’s Assigned Group(s) display in the
user’s security rights.

\‘“‘Qhﬁ‘“«' To assign additional security rights to a user that are not displayed as options in the
o user’s security rights, the user will need to be assigned to the security group with the
desired rights and then customize the user’s security rights.

VIEW | MODIFY

User Security Rights

User Name: Name:

Security Rights Settings

FDP bottom
Deny All O
State Allowed
Allow Deny Only for
Parent
@ (:] FDOP 100000004 M Y
@ [:] Operations 107001000 N ¥
@ (:] Contracts 107001110 M Y
® @] Agency Information Update/Certification - View 107001132 N Y
(O] )] Billing Contact - View 107001141 N Y
® @] Delivery Location - Wiew 107001144 N if
@ [:] FDP Contract - View 107001128 M Y

Figure 122: User Security Rights Settings (Partial Screen)
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8.5 User’s Associated Contracting Entities
This feature allows for associated contracting entities to be added or removed from the program.

8.5.1 Adding a CE

On the blue menu toolbar, select Security.
Select User Manager. The Search for User screen displays.
On the Search By drop-down list, select the type of search and then select Search or
select All to display a list of all users. A list of users matching the search criteria displays.
Select a user. The User’s Associated Contracting Entities screen displays..

5. Enter a CE ID or a CE Name, select Search or select the ALL link to display a full list of
CEs.

Security ® User Manager >

Add User's Associated Contracting Entities

User Name: Name:

Search for CE
CE ID: | |

| search |

Contracting Entity Mame: | |

Click to list all CEs = ALL

| = Back |

Figure 123: User’s Associated Contracting Entities

Select a user. The User Options menu displays.
7. Select User’s Associated Contracting Entities.
Select the Add CEs button located at the bottom of the screen.

Remove 01097
Remowve 00418
Remove 00548

Mote: Make sure the user has rights to ‘select CEs' otherwise they will only be shown the first CE

B oo e |

Figure 124: Add CEs Button Option
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7. Click on the Add Association link under the Actions column next to the corresponding CE

name.

Add User's Associated Contracting Entities
User Name: Name: !

Ssearch for CE

CE ID: | |
Search
Contracting Entity Mame: | |
Click to list all CEs = ALL
CE List Found: 4916

Actions CE ID CE Name
Add Association 05445
Add Association 06861
Add Association 05771
Add Association 06083
Add Association 05032
Add Association 01750

Figure 125: Add CEs Screen

8. A confirmation displays, select Finish to return to the Add CE list screen.

Add User's Associated Contracting Entities
User Name: Mame:

The User - CE Association has been saved.

Figure 126: Confirmation Screen

8.5.2 Removing a CE

On the blue menu toolbar, select Security.
Select User Manager. The Search for User screen displays.
On the Search By drop-down list, select the type of search and then select Search or
select All to display a list of all users. A list of users matching the search criteria displays.
4. Select a user. The User’s Associated Contracting Entities screen displays..
5. Enter a CE ID or a CE Name, select Search or select the ALL link to display a full list of
CEs.
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6. Select Remove located under the Actions column next to the corresponding CE name. A
confirmation screen displays.

User's Associated Contracting Entities

User Name: Mame:

Associated CEs

Actions CE ID CE Name
Remaove 00954
Remaove 01068
Remaove 01225
Remove 00038

Figure 127: User’s Associated CE Removal Screen

8.6 Reset User’s Password

The Reset User’s Password enables authorized security administrators to reset a user’s password

required to login to the system.

Please Note: Passwords can be reset for users who have forgotten their passwords. If a user
attempts to log in with an incorrect password, a login error will display. Only five (5)
unsuccessful login attempts are permitted before the user is temporarily locked out of the

system.

The number of unsuccessful login attempts can be modified through the Maintenance and
Configuration > Configuration > User Configuration Settings module.

Passwords are case-sensitive.

8.6.1 Accessing Reset User’s Password

1. On the blue menu bar, select Security.

Select User Manager. The Search for User screen displays.

3. Onthe Search By drop-down list, select the type of search and then select Search or
select All to display a list of all users. A list of users matching the search criteria displays.
Select a user. The User Options menu displays.

5. Select Reset User’s Password. The Reset User’s Password screen displays.

Please Note: The “Require password change next login” checkbox cannot be modified.
This feature’s purpose is to inform the individual that the user will need to change their
password upon their next login.
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8.6.2 Resetting a User’s Password

On the blue menu bar, select Security.
Select User Manager. The Search for User screen displays.

CT = COLYAR

On the Search By drop-down list, select the type of search and then select Search or

select All to display a list of all users. A list of users matching the search criteria

displays.

Select a user. The User Options menu displays.
Select Reset User’s Password.

Enter the New Password.

Select Save.

L N Uk

the User Options menu.

Re-enter the temporary password in the Confirm the New Password field.

Select <Edit to return to the Reset User’s Password screen or select Finish to return to

User List =

Reset User's Password
User Information

First Mame:
Middle Initial:
Last Name:

User Name:

Login Information

Mew Password:

Confirm New Password:

Require password change next login:

Figure 128: Reset Password Screen

8.7 Impersonate User

This feature allows State administrators to assume the login ID and security rights of a user.

8.7.1 Impersonating a User

Select User Manager. The Search for User screen displays.

On the Search By drop-down list, select the type of search and then select Search or

select All to display a list of all users. A list of users matching the search criteria

displays.
3. Select a user. The User Options menu displays.
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4. Select Impersonating User. The User Impersonation screen displays.
5. Select the Impersonate this User button. The system will revert back to the main
program module page so the User can navigate through the program.

Security | Reports EE

Programs. | Help | Log Out

User Impersonation

By selecting the "Impersonate this User” button below. vou will
assume the Login ID and security nghts of
for testing and QA purposes.

Impersonate This User

-

Figure 129: User Impersonation Screen

8.8 CE Systems Login

1. From the Security Menu, select CE System Logins to access the List screen. All users
associated with the Sponsor are displayed.

Contracting Entity System Logins
00033 Status: Active
Security Groups
SNP CACFP SFSP FDP No Program
Filter: | | Status: Pending Kd Active D1nactive
Add User User Count: 3
Action  UAM Lock First Name Last Name User ID Phone Number Last Login Status
Detail 07/06/2020 Active
Detail 09/24/2020 Active
Detail 05/24/2020 Active
Deactivate All
A

Figure 130: System Login Screen
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Please Note: Only Admin or State users can see the Detail links.

administrator is determined by the State via the User Profile under the Security
module.

-

“ﬁ(' The key symbol located in the Admin column identifies the system administrators. An
qt\

The lock symbol indicates a user that has been locked out of the system.

8.8.1 Adding a New User

1. Select Security from the blue menu toolbar.
2. Select the Systems Logins link.
3. From the Detail screen, click the Add User link.

Filter: | | Status: Pending V] active [ Inactive

‘ Add User | User Count: 13

Figure 131: Add User Link

4. The User Profile pop-up screen displays. Complete all required text fields.
5. Select Save.

rUser X
First Name * MI  Last Mame
| [ |
Title: * | |
Email Address: [£3 = | |
Phone: * | | Ext: |
Is the user an administrator for the MENU module? Oves Ono

Figure 132: User Profile Screen

activated and an email is sent allowing the user to reset their password.

—/”

h\\ f‘“ | Please Note: For new users, once the User ID has been saved, the user is automatically
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8.8.2 Selecting Security Groups

1. After completing the User Profile screen and selecting Save, the Security Groups section
displays.
Verify the list of security groups is correct.

3. Check all the applicable security groups that the user will have access to.

4. Select Save.

Security Groups X

Program Security Group Has Group
CACFP CACFP Center CE Admin

CACFP Center CE Support (Claims)
CACFP Day Care Home (DCH) CE Admin
CACFP Day Care Home (DCH) CE Support (Claims)
CACFP Read Only
Fop FDP CE Admin
FDP CE Direct Ship
FDP CE Mon Coop Proc Sch
FDP Contracted Warehouse
FDP Coop
FDP Food Bank
FDP Processor/Broker
SFSP SFSP CE Admin O
SFSP CE Read Only
SFSP CE Support (Claims)
SNP SNP CE Admin O
SNP CE Support (Claims)

SNP Food Service Management Company (FSMC) Representative

Figure 133: Security Groups List Screen

5. Once the appropriate security groups have been selected, a User ID can be generated or

assigned.
Login )(i
User ID:  [~MNot Assigned~ | [ Generate

The user designated above, and I, acknowledge that each is individually authorized on behalf of the contracting organization to
make written agreements with the Texas Department of Agriculture (TDA) to operate a food pregram, to sign documents or
reports about the agreement and to present claims for reimbursement, when appropriate, to the agency.

By enabling this system login, we certify individually and collectively that to the best of our knowledge and belief, all
documents submitted physically or electronically on behalf of the above named contracting organization pursuant to our
participation in any and all programs administered by TDA, are/will be true and correct in all respects, that they are/will be
available to support any and all claims and that we will not submit claims (excluding amended/adjusted daims) for goods or
services for which we have already received payment. We recognize that we are fully responsible for any excess amounts
which may result from errors made in relation to the completion and submission of claims.

We are also aware that deliberate misrepresentation or withholding of information may result in prosecution under applicable
state and federal laws.

We further understand that user IDs and passwords are specific to the individual and will not be shared.

Created By: on: 10/3/2016 §:54:55 &AM

Figure 134: User ID Screen
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8.9 Making Modifications to Existing Users

The Detail scre

en is mostly read-only to users. Information can be edited by selecting the Edit icon in the

section. A separate Edit icon is provided for each section: User, Security Groups, and User Login.

8.9.1

P wnN e

Modifying an Existing User

Select Security from the blue menu toolbar.

Select the Systems Logins link.

From the System Logins screen, select Detail next to username.

From the User Detail screen, click the Edit button in the upper-right corner of the
section to modify (User, Security Groups, or User Login).

Make any necessary modifications on the pop-up screen. The pop-up screens are the
same as when adding a new user.

Select Save.

ﬁ Applications I Claims | Compliance Reports l Security Search EE Programs | Year [ Help ] Log Out

Security >

00001

Status: Active

Larry Lawrence
Director
—
Security Groups
Program Security Group Has Group
SF5P SFSP CE Admin x
SNP SNP CE Admin X
:
—
User ID: llawrencel0 Status: Active I Deactivate User
Last Login: 10/03/2016 08:00:22 AM
Reset Password
- S
Notes o
Add Mote Count: 0
Action Note ID Created Note
No Notes
“ vy

Figure 135: User Detail Screen
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8.10 Action Buttons

The User Login section of the Detail screen contains administrative action buttons that control the status
of the account.

8.10.1 Deactivating a User

This button displays when the user account is active. After selecting the Deactivate User button,
the Activate User button displays.

User Login

User ID: csmith1s Status: Active Deactivate User

Last Login: N/A

| Reset Password |

Figure 136: User Login Deactivation Option

8.10.2 Activating a User

This button displays when the user account is not active. After selecting the Activate User
button, the Deactivate User button displays.

User Login

User ID: csmith15 Status: Inactive Activate User

Last Login: N/&

Figure 137: User Login Activation Option

8.10.3 Unlocking a User

Locked users are identified on the List screen by a Lock symbol in the corresponding column.

Action Admin Lock First Name
Detail Paula
Detail Larry
Detail Larry
Detail Amy
Detail ;% Mary

Figure 138: User Login Locked Users Example
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User Login

User [D: alenoirlo Status: Active JEEEsips mi=s)
Last Login: 03/19/2018 02:59:10 PM

Reset Password

Figure 139: User Login Unlock User Option

Please Note: The Unlock User button displays when the account is locked, after selecting
the button to unlock the user account, the button will be hidden.

8.10.4 Resetting a Password

The Reset Password button displays when the user account is active or for new users. Once this
selection is made, an email is sent to the user allowing the password to be reset within the
system.

FASSWORD RESET LINK

Food and Nutnition Drvmsson

Comtractmg Entity Name: CAYUGA 15Ds
Costractmg Eatiey: 00001

Iner ID llavrencell
User Name: Lasry Lanvence

Click the link below 1o set/retst vour password
hitg ' ocalbost 5 SR Texas Web Secunty UserPasynordSet aopa
qE=H G061 11160600360 31 31 IUMMENI03131 36353 L0 JF o DI 3P ST ED0ARS T/ LAAAASDF TR 2230 ES 1AL

I vou did not request & change 10 vour password, o if you bave an inquary, please contact the Help Desk

CONFIDENTIALITY NOTICE: This e-mml commyunscatson constifubes ehectnonic communscations withen the scope of the Electronsc
Commusscatsons Privacy Act, 18 US.C. § 2510 et seg. Thes e-maal communscation may contam nos-public, confidential or begally
pervileged information mbended for the sole use of the desipnated recipsent(s). The unauthorcred and mientional mbercephion, wse, copy
o dclovure of vuch information, or attempt to do vo, 1 stcthy profubated and may be unlawful under applicable laos. 18 US.C. §
2510 If vou bave received thas ¢-mail communicatson in emor, please mnmedimely potify the sender by renam e-mml and delee the
cngmal e-mal from your sysiem

Figure 140: Password Reset Email Example

Clicking on the link transfers the user to a new screen to reset the password. No password is
necessary for this action.
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8.10.5 Setting a Password

As the password is typed and confirmed, the green edit checks will display positive feedback
once each specified condition is met. Once the new password is saved, the user is redirected to
the login screen.

Set Password
Please enter your new passwond, then re-enter your new password to venfy it. Select Sawve to continue.
Password must be at least 10 characters long.

'V" Passward must mol match User [D.
% Password must contain an alpha cheracter. (a-z, A-Z)
v

Re-Erter New Patsward.

Pagdward miasl contin B lower-cade charsctger. (5-X)
Password must contain & numenc character, (0-9)

Password must conthn & specal dharacter,
[ %A )"+ -JSicmaTR 0N {1 3)
Passward must contim sn upper-case character. (A-Z)

%

Password must be confirmed.

Figure 141: Set Password Screen

8.11 Notes

The Notes section allows users to read and add notes regarding an account. This enables users to
efficiently communicate and log information pertaining to a user.

. :(' Please Note: The Notes feature is only accessible to Administrators or State users.
X\m “fu\“ Sponsors do not have access to the Notes menu option and, and therefore, will not be
T able to access any notes that were entered.

8.11.1 Creating a Note

On the blue menu toolbar, select Security.
Select the Systems Logins link.
From the System Logins screen, select Detail next to user name.

bl S

In the Notes section of the User Detail screen, select Add Note.
Notes

Add MNote Count: 1

Action Mote ID Created Note

View | Modif 1002 07/16/2018 User must reset passward and have security rights assigned.
Developer CCG

Figure 142: Notes Section
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5. Enter the Note.
6. Select Save. The note will be added immediately to the Notes section.

Note X

Delete

Figure 143: Adding a Note

8.11.2 Viewing or Modifying a Note

On the blue menu toolbar, select Security.
Select the Systems Logins link.
From the System Logins screen, select Detail next to user name.

2w e

In the Notes section of the User Detail screen, select View or Modify.
Notes

Add Note Count: 1

Action Note ID Created Note

View | Modif 1002 07/16/2018 User must reset password and have security rights assigned.
Developer CCG

Figure 144: Notes List Section

5. Make any necessary modifications.
6. Select Save.
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8.11.3 Deleting a Note

1. On the blue menu toolbar, select Security.

2. Select the Systems Logins link.

3. From the System Logins screen, select Detail next to username.

4. Inthe Notes section of the User Detail screen, select Modify.

MNote X

Add new security group to this account.

Ex

Created By: Developer on: 07/12/2018 1:35:55FM

Figure 145: Notes Delete Option

5. Select Delete. A pop-up warning confirmation displays.
6. Select Delete. The note will be immediately removed from the list.

Delete Confirmation

Are you sure you want to delete this item?

Cancel || Delete |

Figure 146: Delete Confirmation Pop-Up Screen
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9.0 Application Packet Process

Please Note: For security purposes, users can only view Contracting Entities to whom

Xm?g"'ﬁ“‘ they are associated.

9.1 Submitting a SFSP Application Packet

All new enrollment or renewal enrollment applications are initially created with a status of “Pending
Validation”. Once the Application has been saved, the systems validates the business rules and the
application’s status is set by the system to either “Error” (if any errors exist) or “Not Submitted” (no
errors, but the Application Packet has not been submitted).

Only complete Application Packets that have no errors can be submitted to the State. To submit a
completed Application Packet, the Contracting Entity would select the Submit for Approval button. This
simulates sending a completed Application Packet in the mail. Application items are placed in a view-
only mode for the Contracting Entity.

Once the Contracting Entity has submitted the Application Packet, the State will review each item in the
submitted Application Packet. The State may approve each application item, deny an application item,
or return the application item and its respective Application Packet back to the Contracting Entity for
correction.

If the Application Packet is denied or returned to the Contracting Entity for correction, the State will
provide comments within the respective Application Packet item as to why the application was denied
or what needs to be corrected in order to re-submit the Application Packet.

9.2 Reviewing a SFSP Application Packet

Once a Contracting Entity’s Application Packet has been submitted, it must be reviewed by an
authorized State user. The State must review each item included in the Application Packet and set each
item’s status to “Approved”. This includes each checklist item.

To identify which Application Packets have been submitted, State users can use the Contracting Entity
Search screen by performing a search where Packet Status is “Submitted for Approval.
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Search for Contracting Entities

CE ID: |:| Packet Status: [ ]

Contracting Entity Name: | | Field Service Rep: | |
TIN: | | Packet Assigned To: | |
County: | \,| ESC Region:
CD Code: l:l TDA Region:
Contracting Entity Status: Program Status: | -

Program:

[] search all available Programs

Figure 147: Search for Contracting Entities

After locating a submitted Application Packet via the Search screen, the State user should follow the
following steps:

1. Assign the Application Packet to a State consultant (this may be yourself). For additional
information, see the Assign an Application Packet section.
2. Review each submitted site/provider application.
e Select the Admin option next to the site application item.
e Review the application.
e Update the Internal Use Only section of each site application.
e Enter Internal Comments and Comments to Contracting Entity, if desired.
e Update the application status.
o If the application has no issues, change the status to “Approved”.
- Returning to the Site List screen, you will notice that the application status is
“Approved” and there is a green checkmark next to the packet item.
o If the application requires additional information or corrections from the
Contracting Entity, change the status to “Returned for Correction”.
- Ensure that you have provided information as to what needs to be
corrected within the Comments to Contracting Entity field.
- Returning to the Site List screen, you will notice that the application status is
“Returned for Correction”.
o If the application is not valid for submission, change the status to “Denied”.
- Ensure that you have provided information as to the reason for denial
within the Comments to Contracting Entity field.
- Returning to the Site List screen, you will notice that the application status is
“Denied”.
o If the Contracting Entity has requested to withdraw the application, change the
status to “Withdrawn”.
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- Ensure that you have entered information as to the reason for the
withdrawal within the Comments to Contracting Entity field.
- Returning to the Site List screen, you will notice that the application status is
“Withdrawn”.
3. Review the Contracting Entity Application.

e Select the Admin option next to the Contracting Entity Application item.
e Review the application.
e Update the Internal Use Only section of the application.
e Enter Internal Comments, if desired.
e Update the application status.
o If the application has no issues, change the status to “Approved”.

- Returning to the Application Packet screen, you will notice that the
application status is “Approved” and there is a green checkmark next to the
packet item.

o If the application requires additional information or corrections from the

Contracting Entity, change the status to “Returned for Correction”.

- Ensure that you have provided information as to what needs to be
corrected within the Comments to Contracting Entity field.

- Returning to the Application Packet screen, you will notice that the
application status is “Returned for Correction”.

o If the application is not valid for submission, change the status to “Denied”.

- Ensure that you have provided information as to the reason for denial
within the Comments to Contracting Entity field.

- Returning to the Application Packet screen, you will notice that the
application status is “Denied”.

o If the Contracting Entity has requested to withdraw the application, change the
status to “Withdrawn”.

- Ensure that you have entered information as to the reason for the
withdrawal within the Comments to Contracting Entity field.

- Returning to the Application Packet screen, you will notice that the
application status is “Withdrawn”.

4. Review the submitted Board of Directors, if applicable.
5. Review the submitted Budget Detail.
6. Review the Checklist items (if applicable).
e Select the Details option next to Checklist Summary. The Checklist Summary is
displayed.
e Select each checklist item for the Contracting Entity and each site.
e Select INTERNAL USE ONLY from the top right of the screen.
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e  For each checklist item received and reviewed, identify that the items were received

and change the status to “Approved”.
o Returning to the Application Packet screen, you will notice that there is a green

checkmark next to the Checklist Summary packet item.

Please Note: If the Contracting Entity organization submits a Revised Application, which
occurs when a Contracting Entity makes any changes to an Application Packet that has

Xm?“ﬁ““t already been approved, the original packet’s status automatically changes to Not

Submitted. The State is required to perform all of the steps identified above for the

revised items in the Application Packet.

7. Return to the Applications menu, access the Advance Requests Manager to determine if the

Contracting Entity has submitted an advance request.
o If an advance request has been submitted, ensure that a Budget has been submitted

with the Application Packet and has been approved.
o Review and approve the Advance Request.
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